g

W Samling af Afgerelser

DOMSTOLENS DOM (Store Afdeling)

2. december 2025 *#

»Preejudiciel foreleeggelse — beskyttelse af personoplysninger — forordning (EU) 2016/679 —
artikel 4, nr. 7) — begrebet »dataansvarlig« — ansvar for operatoren af en onlinemarkedsplads for
offentliggorelse af personoplysninger i annoncer indrykket af annoncerer pa operaterens
onlinemarkedsplads — artikel 5, stk. 2 — princippet om ansvarlighed — artikel 26 —
feelles ansvar med disse annoncerer — artikel 9, stk. 1, og artikel 9, stk. 2, litra a) — annoncer, der
indeholder folsomme oplysninger — lovlig behandling — samtykke — artikel 24, 25 og 32 —
den dataansvarliges forpligtelser — forudgéende identifikation af annoncer, der indeholder
sadanne oplysninger — forudgaende kontrol af annoncerens identitet — nezegtelse af at
offentliggere ulovlige annoncer — sikkerhedsforanstaltninger for at forhindre kopiering af
annoncer og offentliggorelse heraf pa andre websteder — elektronisk handel — direktiv
2000/31/EF - artikel 12-15 — en sadan operaters mulighed for med hensyn til en tilsideseettelse
af disse forpligtelser at paberabe sig ansvarsfritagelsen for en tjenesteyder, der
formidler informationssamfundstjenester«

I sag C-492/23,
angdende en anmodning om preejudiciel afgorelse i henhold til artikel 267 TEUF, indgivet af
Curtea de Apel Cluj (appeldomstolen i Cluj, Rumsenien) ved afgerelse af 15. juni 2023, indgaet til
Domstolen den 3. august 2023, i sagen
X
mod
Russmedia Digital SRL,
Inform Media Press SRL,
har
DOMSTOLEN (Store Afdeling),
sammensat af preesidenten, K. Lenaerts, vicepraesidenten, T. von Danwitz, afdelingsformeendene
F. Biltgen, K. Jiiriméde (refererende dommer), C. Lycourgos, 1. Jarukaitis, M.L. Arastey Sahun, L

Ziemele og J. Passer samt dommerne S. Rodin, E. Regan, N. Jadskinen og D. Gratsias,

generaladvokat: M. Szpunar,

* Processprog: rumeensk.

DA
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justitssekreteer: fuldmeegtig R. Seres,

pa grundlag af den skriftlige forhandling og efter retsmodet den 2. juli 2024,

efter at der er afgivet indleeg af:

— X ved avocati . Kis,

— den rumeenske regering ved E. Gane, L. Ghita og R.I. Hatieganu, som befuldmeegtigede,

— Europa-Kommissionen ved L. Armati, H. Kranenborg, P.-]. Loewenthal og L. Nicolae, som
befuldmeegtigede,

og efter at generaladvokaten har fremsat forslag til afgerelse i retsmodet den 6. februar 2025,

afsagt folgende

Dom

Anmodningen om preejudiciel afgorelse vedrerer fortolkningen af artikel 12-15 i
Europa-Parlamentets og Radets direktiv 2000/31/EF af 8. juni 2000 om visse retlige aspekter af
informationssamfundstjenester, navnlig elektronisk handel, i det indre marked (»direktivet om
elektronisk handel«) (EFT 2000, L 178, s. 1) samt af artikel 2, stk. 4, artikel 4, nr. 7) og 11),
artikel 5, stk. 1, litra b) og {), artikel 6, stk. 1, litra a), og artikel 7, 24 og 25 i Europa-Parlamentets
og Radets forordning (EU) 2016/679 af 27. april 2016 om beskyttelse af fysiske personer i
forbindelse med behandling af personoplysninger og om fri udveksling af sadanne oplysninger og
om opheevelse af direktiv 95/46/EF (generel forordning om databeskyttelse) (EUT 2016, L 119, s. 1,
herefter »databeskyttelsesforordningen«).

Anmodningen er blevet indgivet i forbindelse med en tvist mellem pa den ene side en fysisk
person, X, og pa den anden side Russmedia Digital SRL og Inform Media Press SRL (herefter
samlet »Russmedia«) vedrerende et segsmal om erstatning for den immaterielle skade, som

appellanten i hovedsagen har lidt som folge af den ulovlige behandling af hendes
personoplysninger og kreenkelsen af hendes ret til sit eget billede, gere og privatliv.

Retsforskrifter

EU-retten

Direktiv 2000/31

Folgende fremgér af 14., 42., 46. og 52. betragtning til direktiv 2000/31:

»(14) For beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger
gelder alene bestemmelserne i Europa-Parlamentets og Radets direktiv 95/46/EF af

24. oktober 1995 om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og om fri udveksling af sddanne oplysninger [(EFT 1995, L 281, s. 31)]
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og i Europa-Parlamentets og Radets direktiv 97/66/EF af 15. december 1997 om
behandling af personoplysninger og beskyttelse af privatlivets fred inden for telesektoren
[(EFT 1998, L 24, s. 1)}, som fuldt ud finder anvendelse pa
informationssamfundstjenester; [...] neerveerende direktiv ber gennemferes og anvendes i
fuld overensstemmelse med principperne om beskyttelse af personoplysninger, iseer hvad
angar uopfordret kommerciel kommunikation og reglerne om formidleransvar; direktivet
kan ikke forhindre anonym brug af abne netveerk som f.eks. [i]nternettet.

De fritagelser for ansvar, der er fastlagt i dette direktiv, omfatter kun de tilfeelde, hvor en
informationssamfundstjenesteyders aktivitet er begreenset til den tekniske drift af og
indremmelse af adgang til et kommunikationsnet, hvor informationer, som er stillet til
radighed af tredjemand, transmitteres eller oplagres midlertidigt med det ene formal at
gore transmissionen mere effektiv; denne aktivitet er udelukkende teknisk, automatisk og
passiv, hvilket indebeerer, at leveranderen af informationssamfundstjenesten hverken har
kendskab til eller kontrol over de informationer, der transmitteres eller oplagres.

For at blive omfattet af en ansvarsbegrensning skal en leverander af en
informationssamfundstjeneste, som bestar i oplagring af information, nar han har fiet
konkret kendskab til ulovlige aktiviteter, straks tage skridt til at fjerne informationen eller
hindre adgangen til den; fjernelsen af informationen eller hindringen af adgangen til den
skal foretages under overholdelse af ytringsfriheden og de procedurer, der er fastlagt pa
nationalt plan med henblik herpa; dette direktiv berorer ikke medlemsstaternes mulighed
for at fastseette specifikke krav, som skal opfyldes straks, inden informationen fjernes, eller
adgangen til den hindres.

[...] de skader, der kan opstd i forbindelse med informationssamfundstjenester, er
kendetegnet bade ved det hurtige tempo, hvori de opstar, og ved deres geografiske
udstreekning; som folge af disse seerlige kendetegn og nedvendigheden af at pase, at de
nationale myndigheder ikke bringer den gensidige tillid i fare, som de skal have til
hinanden, opstilles der i dette direktiv det krav, at medlemsstaterne skal sikre, at der er
adgang til passende former for segsmal |[...]«

Artikel 1 i direktiv 2000/31 med overskriften »Formal og anvendelsesomrade« bestemmer
folgende:

»1. Dette direktiv har til formal at bidrage til et velfungerende indre marked ved at sikre fri
beveegelighed for informationssamfundstjenester mellem medlemsstaterne.

[...]

5. Dette direktiv finder ikke anvendelse pa:

[...]
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b) spergsmal, der vedrerer informationssamfundstjenester omfattet af direktiv [95/46] og [97/66]

[...]«

Afdeling 4 i kapitel II i direktiv 2000/31 med overskriften »Formidleransvar for tjenesteydere«
indeholdt i den affattelse, der finder anvendelse i tvisten i hovedsagen, direktivets artikel 12-15.
Artikel 12 og 13 vedrorte i overensstemmelse med disse artiklers respektive overskrifter »[r]en
videreformidling (»Mere conduit«)« og »[c]aching«.

Det neevnte direktivs artikel 14 med overskriften »Oplagring (»Hosting«)« fastsatte folgende:

»1. Medlemsstaterne sikrer, at tjenesteyderen i tilfeelde af levering af en
informationssamfundstjeneste, som bestar i oplagring af information leveret af en
tjenestemodtager, ikke padrager sig ansvar for information oplagret pd anmodning af en
tjenestemodtager, forudsat:

a) at tjenesteyderen ikke har konkret kendskab til den ulovlige aktivitet eller information og, for
sa vidt angar erstatningskrav, ikke har kendskab til forhold eller omstendigheder, hvoraf den
ulovlige aktivitet eller information fremgar,

eller

b) at tjenesteyderen fra det gjeblik, hvor han far et sadant kendskab, straks tager skridt til at fjerne
informationen eller hindre adgangen til den.

2. Stk. 1 finder ikke anvendelse, nar tjenestemodtageren handler under tjenesteyderens
myndighed eller kontrol.

3. Denne artikel bergrer ikke en domstols eller en administrativ myndigheds muligheder for i
overensstemmelse med medlemsstaternes retssystemer at kreaeve, at en tjenesteyder bringer en
overtreedelse til opher eller forhindrer den, eller medlemsstaternes muligheder for at fastleegge
procedurer for at fjerne information eller hindre adgangen til den.«

Samme direktivs artikel 15 med overskriften »Ingen generel overvagningsforpligtelse« fastsatte
folgende i stk. 1 og 2:

»1. Med hensyn til levering af de i artikel 12, 13 og 14 omhandlede tjenester ma medlemsstaterne
ikke paleegge tjenesteyderne en generel forpligtelse til at overvage den information, de fremsender
eller oplagrer, eller en generel forpligtelse til aktivt at undersoge forhold eller omstendigheder,
der tyder pa ulovlig virksomhed.

2. Medlemsstaterne kan kreve, at leveranderer af informationssamfundstjenester straks
underretter de kompetente offentlige myndigheder om pastaede ulovlige aktiviteter, der udeves,
eller information, der leveres af deres tjenestemodtagere, eller at de pa anmodning giver de
kompetente myndigheder oplysninger, som gor det muligt at identificere de tjenestemodtagere,
de har oplagringsaftaler med.«
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Databeskyttelsesforordningen

Folgende fremgar af 4., 10, 39., 51, 74, 75, 78. og 85. betragtning til
databeskyttelsesforordningen:

»(4) Behandling af personoplysninger bor have til formal at tjene menneskeheden. Retten til
beskyttelse af personoplysninger er ikke en absolut ret; den skal ses i sammenheng med
sin funktion i samfundet og afvejes i forhold til andre grundleeggende rettigheder i
overensstemmelse med proportionalitetsprincippet. Denne forordning overholder alle de
grundleeggende rettigheder og folger de frihedsrettigheder og principper, der anerkendes i
[Den Europeiske Unions charter om grundleeggende rettigheder (herefter »chartret«)]
som forankret i traktaterne, navnlig respekten for privatliv og familieliv, hjem og
kommunikation, beskyttelsen af personoplysninger, retten til at teenke frit, til
samvittigheds- og religionsfrihed, ytrings- og informationsfrihed, frihed til at oprette og
drive egen virksomhed, adgang til effektive retsmidler og til en retfeerdig rettergang og
kulturel, religios og sproglig mangfoldighed.

(10) For at sikre et ensartet og hgjt niveau for beskyttelse af fysiske personer og for at fjerne
hindringerne for udveksling af personoplysninger inden for [Den Europeeiske Union] ber
beskyttelsesniveauet for fysiske personers rettigheder og frihedsrettigheder i forbindelse
med behandling af sdidanne oplysninger veere ensartet i alle medlemsstater. Det ber sikres,
at reglerne for beskyttelse af fysiske personers grundleggende rettigheder og
frihedsrettigheder i forbindelse med behandling af personoplysninger anvendes
konsekvent og ensartet overalt i Unionen. [...]

(39) Enhver behandling af personoplysninger ber vere lovlig og rimelig. Det ber veere
gennemsigtigt for de pageldende fysiske personer, at personoplysninger, der vedrerer
dem, indsamles, anvendes, tilgds eller pa anden vis behandles, og i hvilket omfang
personoplysningerne behandles eller vil blive behandlet. Princippet om gennemsigtighed
tilsiger, at enhver information og kommunikation vedrerende behandling af disse
personoplysninger er lettilgeengelig og letforstaelig, og at der benyttes et klart og enkelt
sprog. Dette princip vedrerer navnlig oplysningen til de registrerede om den
dataansvarliges identitet og formalene med den péageeldende behandling samt yderligere
oplysninger for at sikre en rimelig og gennemsigtig behandling for de berorte fysiske
personer og deres ret til at fa bekreeftelse og meddelelse om de personoplysninger
vedrgrende dem, der behandles. [...]

(51) Personoplysninger, der i kraft af deres karakter er seerlig folsomme i forhold til
grundleeggende rettigheder og frihedsrettigheder, ber nyde specifik beskyttelse, da
sammenheengen for behandling af dem kan indebzere betydelige risici for grundleeggende
rettigheder og frihedsrettigheder. [...] S&danne personoplysninger ber ikke behandles,
medmindre behandling er tilladt i specifikke tilfeelde, der er fastsat i denne forordning,
under hensyntagen til at medlemsstaternes nationale ret kan fastseette specifikke
bestemmelser om databeskyttelse [...]. Foruden de specifikke krav til sadan behandling ber
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de generelle principper og andre regler i denne forordning finde anvendelse, navnlig for sa
vidt angér betingelserne for lovlig behandling. Der ber udtrykkeligt gives mulighed for
undtagelser fra det generelle forbud mod behandling af sddanne seerlige kategorier af
personoplysninger, bl.a. hvis den registrerede giver sit udtrykkelige samtykke eller for sa
vidt angér specifikke behov, navnlig hvis behandling foretages i forbindelse med visse
sammenslutningers eller stiftelsers legitime aktiviteter, hvis formal er at muliggere
udevelse af grundleeggende frihedsrettigheder.

Der ber fastsettes bestemmelser om den dataansvarliges ansvar, herunder
erstatningsansvar, for enhver behandling af personoplysninger, der foretages af den
dataansvarlige eller pa den dataansvarliges vegne. Den dataansvarlige ber navnlig have
pligt til at gennemfore passende og effektive foranstaltninger og til at pavise, at
behandlingsaktiviteter overholder denne forordning, herunder foranstaltningernes
effektivitet. Disse foranstaltninger ber tage hejde for behandlingens karakter, omfang,
sammenheaeng og formal og risikoen for fysiske personers rettigheder og frihedsrettigheder.

Risiciene for fysiske personers rettigheder og frihedsrettigheder, af varierende
sandsynlighed og alvor, kan opsta som folge af behandling af personoplysninger, der kan
fore til fysisk, materiel eller immateriel skade, navnlig hvis behandlingen kan give
anledning til [...] identitetstyveri eller -svig, [..] skade pa omdemme, [..] hvis de
registrerede kan blive berovet deres rettigheder og frihedsrettigheder eller forhindret i at
udeve kontrol med deres personoplysninger; [...]

Beskyttelse af fysiske personers rettigheder og frihedsrettigheder i forbindelse med
behandling af personoplysninger kreever, at der treeffes passende tekniske og
organisatoriske foranstaltninger for at sikre, at denne forordnings krav opfyldes. For at
kunne pavise overholdelse af denne forordning ber den dataansvarlige vedtage interne
politikker og gennemfore foranstaltninger, som iser lever op til principperne om
databeskyttelse gennem design og databeskyttelse gennem standardindstillinger. [...]

Et brud pa persondatasikkerheden kan, hvis det ikke handteres pa en passende og rettidig
made, pafore fysiske personer fysisk, materiel eller immateriel skade, sasom tab af kontrol
over deres personoplysninger eller begreensning af deres rettigheder, forskelsbehandling,
identitetstyveri eller -svig, [...] skade pa omdemme [...]«

Databeskyttelsesforordningens artikel 1 med overskriften »Genstand og formal« bestemmer
folgende i stk. 2:

»Denne forordning beskytter fysiske personers grundleggende rettigheder og frihedsrettigheder,
navnlig deres ret til beskyttelse af personoplysninger.«
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Den neevnte forordnings artikel 2 med overskriften »Materielt anvendelsesomrade« fastseetter
folgende i stk. 4:

»Denne forordning berorer ikke anvendelsen af direktiv [2000/31], navnlig reglerne om
formidleransvar for tjenesteydere, der er fastsat i artikel 12-15 i neevnte direktiv.«

Samme forordnings artikel 4 med overskriften »Definitioner« er affattet séledes:

»I denne forordning forstas ved:

1)

[...]

7)

[...]

»personoplysninger«: enhver form for information om en identificeret eller identificerbar
fysisk person (»den registrerede«); ved identificerbar fysisk person forstas en fysisk person,
der direkte eller indirekte kan identificeres, navnlig ved en identifikator som f.eks. et navn, et
identifikationsnummer, lokaliseringsdata, en onlineidentifikator eller et eller flere elementer,
der er seerlige for denne fysiske persons fysiske, fysiologiske, genetiske, psykiske, skonomiske,
kulturelle eller sociale identitet

»behandling«: enhver aktivitet eller reekke af aktiviteter — med eller uden brug af automatisk
behandling — som personoplysninger eller en samling af personoplysninger gores til genstand
for, f.eks. indsamling, registrering, organisering, systematisering, opbevaring, tilpasning eller
endring, genfinding, segning, brug, videregivelse ved transmission, formidling eller enhver
anden form for overladelse, sammenstilling eller samkering, begreensning, sletning eller
tilintetgorelse

»dataansvarlig«: en fysisk eller juridisk person, en offentlig myndighed, en institution eller et
andet organ, der alene eller sammen med andre afger, til hvilke formal og med hvilke
hjeelpemidler der ma foretages behandling af personoplysninger; hvis formaélene og
hjeelpemidlerne til en sadan behandling er fastlagt i EU-retten eller medlemsstaternes nationale
ret, kan den dataansvarlige eller de specifikke kriterier for udpegelse af denne fastseettes i
EU-retten eller medlemsstaternes nationale ret

11) »samtykke« fra den registrerede: enhver frivillig, specifik, informeret og utvetydig

viljestilkendegivelse fra den registrerede, hvorved den registrerede ved erkleering eller klar
bekreeftelse indvilliger i, at personoplysninger, der vedrgrer den pageldende, gores til
genstand for behandling

[...]«

Databeskyttelsesforordningens kapitel II med overskriften »Principper« indeholder bl.a.
artikel 5-9.
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Denne forordnings artikel 5 med overskriften »Principper for behandling af personoplysninger«
fastseetter folgende:

»1. Personoplysninger skal:

a) behandles lovligt, rimeligt og pa en gennemsigtig made i forhold til den registrerede
(»lovlighed, rimelighed og gennemsigtighed«)

b) indsamles til udtrykkeligt angivne og legitime formal og ma ikke viderebehandles pa en made,
der er uforenelig med disse formal [...] (»formalsbegreensning«)

[...]

d) veere korrekte og om ngdvendigt ajourferte; der skal tages ethvert rimeligt skridt for at sikre, at
personoplysninger, der er urigtige i forhold til de formal, hvortil de behandles, straks slettes
eller berigtiges (»rigtighed«)

[...]

f) behandles pa en made, der sikrer tilstreekkelig sikkerhed for de pageeldende personoplysninger,
herunder beskyttelse mod uautoriseret eller ulovlig behandling og mod heendeligt tab,
tilintetgorelse eller beskadigelse, under anvendelse af passende tekniske eller organisatoriske
foranstaltninger (»integritet og fortrolighed«).

2. Den dataansvarlige er ansvarlig for og skal kunne pavise, at stk. 1 overholdes (»ansvarlighed«).«

Den nzevnte forordnings artikel 6 med overskriften »Lovlig behandling« bestemmer folgende i
stk. 1, forste afsnit:

»Behandling er kun lovlig, hvis og i det omfang mindst ét af folgende forhold gor sig geeldende:

a) Den registrerede har givet samtykke til behandling af sine personoplysninger til et eller flere
specifikke formal.

b) Behandling er nedvendig af hensyn til opfyldelse af en kontrakt, som den registrerede er part i,
eller af hensyn til gennemforelse af foranstaltninger, der treeffes pd den registreredes

anmodning forud for indgéelse af en kontrakt.

c) Behandling er nedvendig for at overholde en retlig forpligtelse, som pahviler den
dataansvarlige.

d) Behandling er nedvendig for at beskytte den registreredes eller en anden fysisk persons vitale
interesser.

e) Behandling er nodvendig af hensyn til udferelse af en opgave i samfundets interesse eller som
henhgrer under offentlig myndighedsudevelse, som den dataansvarlige har faet palagt.
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f) Behandling er nodvendig for, at den dataansvarlige eller en tredjemand kan forfelge en legitim
interesse, medmindre den registreredes interesser eller grundleeggende rettigheder og
frihedsrettigheder, der kreever beskyttelse af personoplysninger, gar forud herfor, navnlig hvis
den registrerede er et barn.«

Samme forordnings artikel 7 med overskriften »Betingelser for samtykke« bestemmer folgende i
stk. 1:

»Hvis behandling er baseret pa samtykke, skal den dataansvarlige kunne pavise, at den registrerede har
givet samtykke til behandling af sine personoplysninger.«

Databeskyttelsesforordningens artikel 9 med overskriften »Behandling af seerlige kategorier af
personoplysninger« bestemmer folgende:

»1. Behandling af personoplysninger om race eller etnisk oprindelse, politisk, religios eller
filosofisk overbevisning eller fagforeningsmeessigt tilhgrsforhold samt behandling af genetiske
data, biometriske data med det formal entydigt at identificere en fysisk person,
helbredsoplysninger eller oplysninger om en fysisk persons seksuelle forhold eller seksuelle
orientering er forbudt.

2. Stk. 1 finder ikke anvendelse, hvis et af folgende forhold ger sig geeldende:
a) Den registrerede har givet udtrykkeligt samtykke til behandling af sddanne personoplysninger

til et eller flere specifikke formal, medmindre det i EU-retten eller medlemsstaternes nationale
ret er fastsat, at det i stk. 1 omhandlede forbud ikke kan heeves ved den registreredes samtykke.

[...]«

Denne forordnings artikel 13 med overskriften »Oplysningspligt ved indsamling af
personoplysninger hos den registrerede« fastseetter folgende i stk. 1, litra a):

»Hvis personoplysninger om en registreret indsamles hos den registrerede, giver den
dataansvarlige pa det tidspunkt, hvor personoplysningerne indsamles, den registrerede alle
folgende oplysninger:

a) identitet pa og kontaktoplysninger for den dataansvarlige og dennes eventuelle repreesentant.«

Den neevnte forordnings artikel 14 med overskriften »Oplysningspligt, hvis personoplysninger
ikke er indsamlet hos den registrerede«, bestemmer folgende i stk. 1, litra a):

»Hvis personoplysningerne ikke er indsamlet hos den registrerede, giver den dataansvarlige den
registrerede folgende oplysninger:

a) identitet pa og kontaktoplysninger for den dataansvarlige og dennes eventuelle repraesentant.«
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I samme forordnings kapitel III med overskriften »Den registreredes rettigheder« fastseetter
artikel 17 med overskriften »Ret til sletning (»retten til at blive glemt«)« folgende i stk. 1 og 2:

»1. Den registrerede har ret til at fi personoplysninger om sig selv slettet af den dataansvarlige
uden unedig forsinkelse, og den dataansvarlige har pligt til at slette personoplysninger uden
unedig forsinkelse, hvis et af folgende forhold ger sig geeldende:

[...]

d) Personoplysningerne er blevet behandlet ulovligt.

[...]

2. Hvis den dataansvarlige har offentliggjort personoplysningerne og i henhold til stk. 1 er
forpligtet til at slette personoplysningerne, treeffer den dataansvarlige under hensyntagen til den
teknologi, der er tilgeengelig, og omkostningerne ved implementeringen, rimelige
foranstaltninger, herunder tekniske foranstaltninger, for at underrette de dataansvarlige, som
behandler personoplysningerne, om, at den registrerede har anmodet disse dataansvarlige om at
slette alle link til eller kopier eller gengivelser af de pageeldende personoplysninger.«

Databeskyttelsesforordningens kapitel IV med overskriften »Dataansvarlig og databehandler«
indeholder i afdeling 1 med overskriften »Generelle forpligtelser« bl.a. artikel 24-26.

Denne forordnings artikel 24 med overskriften »Den dataansvarliges ansvar« fastsaetter folgende i
stk. 1:

»Under hensyntagen til den pageeldende behandlings karakter, omfang, sammenheng og formél samt
risiciene af varierende sandsynlighed og alvor for fysiske personers rettigheder og frihedsrettigheder
gennemforer den dataansvarlige passende tekniske og organisatoriske foranstaltninger for at sikre og
for at veere i stand til at pavise, at behandling er i overensstemmelse med denne forordning. Disse
foranstaltninger skal om nedvendigt revideres og ajourfores.«

Den neevnte forordnings artikel 25 med overskriften »Databeskyttelse gennem design og
databeskyttelse gennem standardindstillinger« fastseetter folgende i stk. 1 og 2:

»1. Under hensyntagen til det aktuelle tekniske niveau, implementeringsomkostningerne og den
pageeldende behandlings karakter, omfang, sammenheeng og formal samt risiciene af varierende
sandsynlighed og alvor for fysiske personers rettigheder og frihedsrettigheder, som behandlingen
indebeerer, gennemforer den dataansvarlige bade pa tidspunktet for fastleeggelse af midlerne til
behandling og péa tidspunktet for selve behandlingen passende tekniske og organisatoriske
foranstaltninger, sasom pseudonymisering, som er designet med henblik pa effektiv
implementering af databeskyttelsesprincipper, sasom dataminimering, og med henblik pa
integrering af de fornedne garantier i behandlingen for at opfylde kravene i denne forordning og
beskytte de registreredes rettigheder.

2. Den dataansvarlige gennemforer passende tekniske og organisatoriske foranstaltninger med
henblik pa gennem standardindstillinger at sikre, at kun personoplysninger, der er ngdvendige til
hvert specifikt formél med behandlingen, behandles. Denne forpligtelse geelder den meengde
personoplysninger, der indsamles, og omfanget af deres behandling samt deres
opbevaringsperiode og tilgengelighed. Sadanne foranstaltninger skal navnlig gennem
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standardindstillinger sikre, at personoplysninger ikke uden den pageldende fysiske persons
indgriben stilles til radighed for et ubegraenset antal fysiske personer.«

Samme forordnings artikel 26 med overskriften »Fzelles dataansvarlige« bestemmer folgende i
stk. 1:

»Hvis to eller flere dataansvarlige i feellesskab fastleegger formélene med og hjeelpemidlerne til
behandling, er de felles dataansvarlige. De fastleegger pa en gennemsigtig made deres respektive
ansvar for overholdelse af forpligtelserne i henhold til denne forordning, navnlig hvad angar udevelse
af den registreredes rettigheder og deres respektive forpligtelser til at fremleegge de oplysninger, der er
omhandlet i artikel 13 og 14, ved hjeelp af en ordning mellem dem, medmindre og i det omfang de
dataansvarliges respektive ansvar er fastlagt i EU-ret eller medlemsstaternes nationale ret, som de
dataansvarlige er underlagt. I ordningen kan der udpeges et kontaktpunkt for registrerede.«

Databeskyttelsesforordningens artikel 32 med overskriften »Behandlingssikkerhed« er affattet
saledes:

»1. Under hensyntagen til det aktuelle tekniske niveau, implementeringsomkostningerne og den
pageeldende behandlings karakter, omfang, sammenheng og formal samt risiciene af varierende
sandsynlighed og alvor for fysiske personers rettigheder og frihedsrettigheder gennemforer den
dataansvarlige og databehandleren passende tekniske og organisatoriske foranstaltninger for at
sikre et sikkerhedsniveau, der passer til disse risici, herunder bl.a. alt efter hvad der er relevant:

a) pseudonymisering og kryptering af personoplysninger

b) evne til at sikre vedvarende fortrolighed, integritet, tilgeengelighed og robusthed af
behandlingssystemer og -tjenester

c) evne til rettidigt at genoprette tilgeengeligheden af og adgangen til personoplysninger i tilfeelde
af en fysisk eller teknisk haendelse

d) en procedure for regelmeessig afpreovning, vurdering og evaluering af effektiviteten af de
tekniske og organisatoriske foranstaltninger til sikring af behandlingssikkerhed.

2. Ved vurderingen af, hvilket sikkerhedsniveau der er passende, tages der navnlig hensyn til de
risici, som behandling udger, navnlig ved heendelig eller ulovlig tilintetgorelse, tab, endring,
uautoriseret videregivelse af eller adgang til personoplysninger, der er transmitteret, opbevaret
eller pd anden made behandlet.

3. Overholdelse af en godkendt adfeerdskodeks som omhandlet i artikel 40 eller en godkendt
certificeringsmekanisme som omhandlet i artikel 42 kan bruges som et element til at pavise
overholdelse af kravene i naerveerende artikels stk. 1.

4. Den dataansvarlige og databehandleren tager skridt til at sikre, at enhver fysisk person, der
udferer arbejde for den dataansvarlige eller databehandleren, og som far adgang til
personoplysninger, kun behandler disse efter instruks fra den dataansvarlige, medmindre
behandling krzeves i henhold til EU-retten eller medlemsstaternes nationale ret.«

ECLI:EU:C:2025:935 11
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Denne forordnings artikel 82 med overskriften »Ret til erstatning og erstatningsansvar« fastseetter
folgende i stk. 1-3:

»1. Enhver, som har lidt materiel eller immateriel skade som folge af en overtreedelse af denne
forordning, har ret til erstatning for den forvoldte skade fra den dataansvarlige eller
databehandleren.

2. Enhver dataansvarlig, der er involveret i behandling, heefter for den skade, der er forvoldt af
behandling, der overtraeder denne forordning. En databehandler heefter kun for den skade, der er
forvoldt af behandling, hvis pageeldende ikke har opfyldt forpligtelser i denne forordning, der er
rettet specifikt mod databehandlere, eller hvis pageeldende har undladt at folge eller handlet i
strid med den dataansvarliges lovlige instrukser.

3. En dataansvarlig eller databehandler er fritaget for erstatningsansvar i henhold til stk. 2, hvis
det bevises, at den pageeldende ikke er skyld i den begivenhed, der medferte skaden.«

Samme forordnings artikel 94 bestemmer folgende:
»1. Direktiv [95/46] opheeves med virkning fra den 25. maj 2018.

2. Henvisninger til det opheevede direktiv geelder som henvisninger til denne forordning. [...]«

Rumcensk ret

Artikel 11 i Legea nr. 365/2002 privind comertul electronic (lov nr. 365/2002 om elektronisk
handel) af 7. juni 2002 (Monitorul Oficial al Romdniei, del I, nr. 483 af 5.7.2002), som gendret ved
Legea nr. 121/2006 pentru modificarea si completarea Legii nr. 365/2002 privind comertul
electronic (lov nr. 121/2006 om endring og supplering af lov nr. 365/2002 om elektronisk
handel) af 4. maj 2006 (Monitorul Oficial al Romdniei, del 1, nr. 403 af 10.5.2006) (herefter »lov
nr. 365/2002«), fastseetter folgende:

»1. Tjenesteyderne er underlagt lovbestemmelserne om civilretligt og strafferetligt ansvar samt
ansvar for administrative overtradelser, medmindre andet er fastsat i denne lov.

2. Tjenesteyderne er ansvarlige for den information, der leveres af dem selv eller pa deres vegne.

3. Tjenesteyderne er ikke ansvarlige for den information, der transmitteres eller oplagres, eller
som de giver adgang til under de betingelser, der er fastsat i artikel 12-15.«

Artikel 14 i lov nr. 365/2002 med overskriften »Permanent opbevaring af information,
oplagring/hosting« bestemmer folgende:

»1. Nar en informationssamfundstjeneste bestir i oplagring af information leveret af en
tjenestemodtager, padrager den, der yder denne tjeneste, sig ikke ansvar for den information, der
er oplagret pd anmodning af en tjenestemodtager, hvis en af folgende betingelser er opfyldt:

a) Tjenesteyderen har ikke kendskab til den ulovlige karakter af aktiviteten eller den oplagrede
information og, for s& vidt angdr erstatningskrav, ikke kendskab til forhold eller
omsteendigheder, hvoraf det fremgar, at den pageldende aktivitet eller information kan veere
til skade for tredjemands rettigheder.
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b) Tjenesteyderen har kendskab til den ulovlige karakter af aktiviteten eller informationen eller
kendskab til forhold eller omsteendigheder, hvoraf det fremgér, at den pageeldende aktivitet
eller information kan veere til skade for tredjemands rettigheder, men tager straks skridt til at
fjerne informationen eller hindre adgang til den.

2. Stk. 1 finder ikke anvendelse, nér tjenestemodtageren handler under tjenesteyderens
myndighed eller kontrol.

3. Bestemmelserne i denne artikel bergrer ikke en retslig eller administrativ myndigheds
muligheder for at kreeve, at en tjenesteyder bringer et brud pa datasikkerheden til opher eller
forhindrer et sadant brud, eller muligheden for at fastleegge statslige procedurer med henblik pa
at begraense eller atbryde adgang til informationen.«

Normele metodologice pentru aplicarea Legii nr. 365/2002 privind comertul electronic
(gennemforelsesbestemmelser til lov nr. 365/2002 om elektronisk handel), godkendt ved
Hotararea Guvernului nr. 1 308 privind aprobarea Normelor metodologice pentru aplicarea Legii
nr. 365/2002 privind comertul electronic (regeringsbeslutning nr. 1 308 om godkendelse af gen-
nemforelsesbestemmelserne til lov nr. 365/2002 om elektronisk handel), af 20. november 2002
(Monitorul Oficial al Romdniei, del 1, nr. 877 af 5.12.2002), fastseetter folgende i artikel 11, stk. 1:

»Leveranderer af informationssamfundstjenester, der leverer de i artikel 12-15 i lov [nr. 365/2002]
omhandlede tjenester, har ikke pligt til at kontrollere den information, de transmitterer eller oplagrer,
eller til aktivt at undersege oplysninger vedrerende aktiviteter eller informationer, som synes at vaere
ulovlige, pa omradet for de informationssamfundstjenester, de leverer.«

Tvisten i hovedsagen og de praejudicielle sporgsmal

Russmedia Digital, der er et rumeensk selskab, er ejer af webstedet www.publi24.ro, der er en
onlinemarkedsplads, hvor der gratis eller mod betaling kan offentliggeres reklameannoncer
vedrerende bl.a. salg af varer eller levering af tjenesteydelser i Rumeenien.

Appellanten i hovedsagen har gjort geldende, at en ukendt tredjemand den 1. august 2018
offentliggjorde en usand og kreenkende annonce pa dette websted, hvori hun blev fremstillet,
som om hun tilbed seksuelle ydelser. Annoncen indeholdt bl.a. billeder af appellanten i
hovedsagen, der var brugt uden hendes samtykke, og hendes telefonnummer. Ngjagtig den
samme annonce blev herefter gengivet pa andre websteder med reklameindhold, hvor den blev
lagt ud online med angivelse af den oprindelige kilde. Appellanten i hovedsagen kontaktede
Russmedia Digital, der fjernede annoncen fra sit websted mindre end en time efter modtagelsen
af anmodningen herom. Samme annonce kunne imidlertid fortsat ses pa andre websteder, der
havde gengivet den.

Appellanten i hovedsagen fandt, at den i hovedsagen omhandlede annonce kreenkede hendes ret
til sit eget billede, eere og omdemme samt til privatliv og ligeledes tilsidesatte reglerne om
behandling af personoplysninger, og hun anlagde derfor et sogsmal mod Russmedia ved
Judecatoria Cluj-Napoca (retten i forste instans i Cluj-Napoca, Rumenien). Denne ret pélagde
Russmedia at betale en erstatning pa 7 000 EUR til appellanten i hovedsagen for den immaterielle
skade, som hun var blevet forvoldt ved kreenkelsen af hendes ret til sit eget billede, eere og
omdemme samt ved tilsideszettelsen af hendes ret til privatliv og ved den ulovlige behandling af
hendes personoplysninger.
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Russmedia appellerede denne dom. Tribunalul Specializat Cluj (den seerlige domstol i Cluj,
Rumeenien) gav Russmedia medhold i appellen og fastslog, at appellanten i hovedsagens segsmal
var ugrundet, eftersom den i hovedsagen omhandlede annonce ikke stammede fra Russmedia,
der alene udbyd en hostingtjeneste for denne annonce, uden at Russmedia spillede en aktiv rolle
hvad angéar dens indhold. Den ansvarsfritagelse, der er fastsat i artikel 14, stk. 1, litra b), i lov
nr. 365/2002, fandt derfor anvendelse pa selskabet. Hvad angar behandlingen af
personoplysninger fandt denne domstol, at en leverander af informationssamfundstjenester ikke
har pligt til at kontrollere den information, vedkommende transmitterer, eller til aktivt at
undersoge oplysninger vedrerende aktiviteter eller informationer, som synes at veere ulovlige.
Den fastslog i denne henseende, at Russmedia ikke kunne kritiseres for ikke at have truffet
foranstaltninger med henblik pa at forhindre onlineformidling af den i hovedsagen omhandlede
eerekreenkende annonce, eftersom selskabet hurtigt havde fjernet den efter anmodning fra
appellanten i hovedsagen.

Appellanten i hovedsagen har iveerksat appel til provelse af denne dom ved Curtea de Apel Cluyj
(appeldomstolen i Cluj, Rumeenien), idet hun er af den opfattelse, at Tribunalul Specializat Cluj
(den seerlige domstol i Cluj) stottede sig pa en fejlagtig fortolkning af lov nr. 365/2002.
Appellanten i hovedsagen har bl.a. gjort geeldende, at eftersom denne lov ikke er en seerlig lov i
forhold til databeskyttelsesforordningen, burde denne domstol have undersogt, om
databeskyttelsesforordningen fandt anvendelse i det foreliggende tilfeelde. Desuden stillede
Russmedia ikke bare en specifik teknisk anordning for adgang til hostingserveren til radighed for
sine kunder. Selskabet havde ogsd en styrende rolle ved at veere involveret i indholdet af
annoncerne med henblik pa god informationsstyring. Som operator af det i hovedsagen
omhandlede websted oplagrede og behandlede dette selskab indholdet af informationen.
Oplagringen af oplysningerne og tilradighedsstillelsen heraf for offentligheden i en bestemt form
indebar en analyse af de oplysninger og informationer, der var indeholdt i annoncerne. Disse
elementer viser, at Russmedia var direkte involveret i styringen og formidlingen af indholdet af
annoncerne. Folgelig finder bestemmelserne i artikel 14 i lov nr. 365/2002 ikke anvendelse.

Appellanten i hovedsagen har i eovrigt gjort geeldende, at ansvarsfritagelsen for en sadan
tjienesteyder ikke finder anvendelse, hvis ansvaret fastslas i henhold til andre regelfastseettende
retsakter, sasom databeskyttelsesforordningen. Russmedia offentliggjorde appellanten i
hovedsagens personoplysninger uden hendes samtykke og tillod gennem driften af sit websted
alle og enhver at leegge annoncer af enhver art pa webstedet, herunder annoncer, der ikke sikrede
persondatasikkerheden, saledes at det blev umuligt varigt at slette de oplysninger, der blev
offentliggjort online.

Russmedia har for sin del anfert, at den lgsning, som Tribunalul Specializat Cluj (den seerlige
domstol i Cluj) valgte, er korrekt. Appellanten i hovedsagen har ikke forklaret, hvordan
databeskyttelsesforordningen skulle udgere en seerregel, der er til hinder for anvendelsen af de
relevante bestemmelser i lov nr. 365/2002.

Curtea de Apel Cluj (appeldomstolen i Cluj), som er den foreleeggende ret, og som skal treeffe
afgorelse i denne sag som appelinstans, hvis afgerelse er endelig, er af den opfattelse, at det er
nodvendigt at fastlegge bla. greenserne for ansvarsfritagelsen for en leverander af
informationssamfundstjenester, saisom Russmedia, i henhold til direktiv 2000/31.

Den foreleeggende ret har under henvisning til Domstolens relevante praksis konstateret, at selv

om operatgrer af onlinemarkedspladser i henhold til denne praksis ikke har pligt til at foretage en
forudgaende kontrol af de oplysninger eller annoncer, som annoncererne leegger pa, forholder det
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sig ikke desto mindre saledes, at ansvarsfritagelsen for disse annoncerer er betinget. I henhold til
dom af 12. juli 2011, L’Oréal m.fl. (C-324/09, EU:C:2011:474), kan en operator af onlinetjenester
saledes ikke paberabe sig den ansvarsfritagelse, der er fastsat i artikel 14, stk. 1, i direktiv 2000/31,
safremt den pageeldende har haft kendskab til forhold eller omstendigheder, som normalt ville fa
en papasselig erhvervsdrivende til at indse, at de pageeldende salgsudbud var ulovlige, og i den
udstreekning, operateren var bevidst herom, ikke har handlet gjeblikkeligt i henhold til dette
direktivs artikel 14, stk. 1, litra b). Det fremgar ogsa af dom af 11. september 2014, Papasavvas
(C-291/13, EU:C:2014:2209), at de begreensninger af det civilretlige ansvar, som er anfort i
artikel 12-14 i direktiv 2000/31, ikke omfatter tilfeeldet med et selskab, der rdder over et websted,
hvorpa det offentliggor den elektroniske version af en avis, idet dette selskab, der modtager
vederlag fra midler opnaet gennem reklamer, der bliver vist pa webstedet, har kendskab til de
offentliggjorte informationer og udever kontrol hermed.

Den foreleeggende ret har dog fremheevet, at der i denne praksis udelukkende henvises til tilbud
lagt pd et websted, hvis ulovlige karakter fremgar af en undersegelse af forhold og
omsteendigheder, som udtrykkeligt er blevet meddelt den dataansvarlige efter offentliggorelsen af
den pageldende annonce. Domstolen har saledes endnu ikke haft lejlighed til at undersege en
situation som den i hovedsagen omhandlede, hvor indholdet af den offentliggjorte annonce var
abenbart ulovligt og dybt kraenkende for den bergrte person.

Den foreleeggende ret gnsker i denne sammenheeng oplyst, om det er ngdvendigt, at en platform
modtager en anmeldelse, for at den er forpligtet til at fjerne dbenbart ulovligt og dybt kreenkende
indhold. I det foreliggende tilfeelde blev den i hovedsagen omhandlede annonce offentliggjort,
uden at annoncerens identitet blev kontrolleret, og klart uden at der blev indhentet samtykke fra
appellanten i hovedsagen.

Selv om den i hovedsagen omhandlede annonce blev fjernet fra det oprindelige websted efter en
anmeldelse fra appellanten i hovedsagen, var indholdet af denne annonce, herunder hendes
kontaktoplysninger og fotografier, i ovrigt blevet gengivet i sin helhed pa talrige andre websteder
med angivelse af den oprindelige kilde. Den skade, som appellanten i hovedsagen har lidt, er derfor
blevet varig og viser sig fortsat i dag. Den foreleeggende ret har i denne henseende fremheevet, at de
seksuelle ydelser, som heevdedes tilbudt, kan veere forbundet med alvorlige lovovertreedelser, der
straffes i medfer af Codul penal (straffelov), sasom rufferi og menneskehandel.

Den foreleeggende ret har preeciseret, at Russmedia i overensstemmelse med de generelle
betingelser for brug af selskabets onlinemarkedsplads ikke har gjort en ejendomsret geeldende
over indholdet af de offentliggjorte annoncer, men dog har forbeholdt sig ret til at bruge dette
indhold, herunder kopiere, distribuere, transmittere, offentliggere, reproducere, eendre,
overseaette og overdrage det til partnere samt slette det til enhver tid, selv uden gyldig grund hertil.

Under disse omstendigheder har Curtea de Apel Cluj (appeldomstolen i Cluj, Rumsenien)
besluttet at udseette sagen og foreleegge Domstolen folgende preejudicielle spergsmal:

»1) Finder artikel 12-14 i direktiv [2000/31] ogsd anvendelse pa en udbyder af
informations[samfunds]tjenester af typen oplagring/hosting, som stiller et websted til
radighed for brugere, hvor der gratis eller mod betaling kan indrykkes annoncer, og som
heevder, at dennes rolle i forbindelse med indrykningen af brugeres annoncer er rent teknisk
(at stille platformen til radighed), men som gennem de generelle betingelser for brug af
webstedet angiver, at denne ikke gor en ejendomsret geeldende over det leverede eller
offentliggjorte, uploadede eller transmitterede indhold, men bevarer retten til at bruge
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indholdet, herunder retten til at kopiere, distribuere, transmittere, offentliggore, reproducere,
endre, overseette, overdrage til partnere og slette dette indhold til enhver tid, selv uden en
grund hertil?

2) Er en saddan udbyder af informations[samfunds]tjenester af typen oplagring/hosting, som er
dataansvarlig, ifelge fortolkningen af [databeskyttelsesforordningens] artikel 2, stk. 4,
artikel 4, nr. 7) og 11), artikel 5, stk. 1, litra f), artikel 6, stk. 1, litra a), [og] artikel 7, [...] 24 og
[...] 25 [...] og artikel 15 i direktiv [2000/31] forpligtet til at kontrollere, inden en annonce
indrykkes, om annonceren er den person, hvis personoplysninger er indeholdt i annoncen?

3) Er en sddan udbyder af informations[samfunds]tjenester af typen oplagring/hosting, som er
dataansvarlig, ifelge fortolkningen af [databeskyttelsesforordningens] artikel 2, stk. 4,
artikel 4, nr. 7) og 11), artikel 5, stk. 1, litra f), artikel 6, stk. 1, litra a), [og] artikel 7, [...] 24 og
[...] 25 [...] og artikel 15 i direktiv [2000/31] forpligtet til pa forhand at kontrollere indholdet af
de af brugere fremsendte annoncer med henblik pé at udelukke dem, som kan veere af ulovlig
karakter eller kreenke en persons privatliv og familieliv?

4) Er en sadan udbyder af informations[samfunds]tjenester af typen oplagring/hosting, som er
dataansvarlig, ifelge fortolkningen af [databeskyttelsesforordningens] artikel 5, stk. 1, litra b)
og f), [og] artikel 24 og [...] 25 [...] og artikel 15 i direktiv [2000/31] forpligtet til at iveerkseette
sikkerhedsforanstaltninger for at forhindre eller begraense reproduktion og viderespredning
af indholdet af annoncer, hvis udgivelse denne formidler?«

Om de przejudicielle spergsmal

Det fremgar af fast retspraksis, at det som led i den samarbejdsprocedure mellem de nationale
retter og Domstolen, som er indfert ved artikel 267 TEUF, tilkommer denne at give den
nationale ret et hensigtsmeessigt svar, som seetter den i stand til at afgere den tvist, der verserer for
den. Ud fra denne synsvinkel pahviler det Domstolen efter omsteendighederne at omformulere de
sporgsmal, der foreleegges den. Det tilkommer herved Domstolen ud fra samtlige de oplysninger,
der er fremlagt af den nationale ret, navnlig af foreleeggelsesafgorelsens preemisser, at udlede de
EU-retlige elementer, som det under hensyn til sagens genstand er nedvendigt at fortolke (jf. i
denne retning dom af 29.11.1978, Redmond, 83/78, EU:C:1978:214, preemis 26, af 28.11.2000,
Roquette Freres, C-88/99, EU:C:2000:652, preemis 18, og af 30.4.2024, M.N. (EncroChat),
C-670/22, EU:C:2024:372, preemis 78).

Den foreleeggende rets spergsmal tager samlet sigte pa en afgorelse af dels, om operatoren af en
onlinemarkedsplads, sasom Russmedia, der giver sine brugere mulighed for anonymt at indrykke
annoncer pa sin onlinemarkedsplads, gratis eller mod betaling, tilsideseetter sine forpligtelser i
henhold til  databeskyttelsesforordningen, nar en annonce offentliggjort pa
onlinemarkedspladsen indeholder personoplysninger, bl.a. folsomme personoplysninger, i strid
med denne forordning, dels om artikel 12-15 i direktiv 2000/31 om formidleransvar for
tjienesteydere finder anvendelse pa en sadan operater.

Med henblik pa at give den foreleeggende ret et hensigtsmeessigt svar pa disse spergsmal skal det
andet til det fjerde spergsmal — hvormed det soges afgjort, hvilke forpligtelser der i henhold til
databeskyttelsesforordningen pahviler operatgren af en onlinemarkedsplads i en situation som
den i hovedsagen omhandlede — undersoges forst, idet disse sporgsmal skal omformuleres,

16 ECLL:EU:C:2025:935



47

48

49

50

51

52

Dowm AF 2.12.2025 — sag C-492/23
RussMEDIA DIGITAL 0G INFORM MEDIA PRESS

saledes at de kun vedrorer fortolkningen af denne forordning. Herefter vil det blive undersogt, om
en sadan operator kan paberabe sig artikel 12-15 i direktiv 2000/31, hvilket i det veesentlige er
genstanden for det forste spergsmal.

Det andet til det fjerde sporgsmdl vedrorende fortolkningen af databeskyttelsesforordningen

Indledende bemcerkninger

Indledningsvis bemeerkes for det forste, at det fremgar af anmodningen om preejudiciel afgorelse,
at den omhandlede annonce fremstillede appellanten i hovedsagen, som om hun tilbad seksuelle
ydelser, og at denne annonce bl.a. indeholdt fotografier af hende, der blev anvendt uden hendes
samtykke, samt hendes telefonnummer.

Det star fast, at sadanne informationer udger personoplysninger som omhandlet i
databeskyttelsesforordningens artikel 4, nr. 1), der definerer »enhver form for information om en
identificeret eller identificerbar fysisk person« som personoplysninger, idet det preeciseres, at der
»ved identificerbar fysisk person forstas en fysisk person, der direkte eller indirekte kan
identificeres, navnlig ved en identifikator som f.eks. et navn, et identifikationsnummer,
lokaliseringsdata, en onlineidentifikator eller et eller flere elementer, der er seerlige for denne
fysiske persons fysiske, fysiologiske, genetiske, psykiske, gkonomiske, kulturelle eller sociale
identitet«.

Ifolge fast retspraksis afspejler anvendelsen af udtrykket »enhver form for information« i
definitionen af begrebet »personoplysninger« i databeskyttelsesforordningens artikel 4, nr. 1),
nemlig EU-lovgivers hensigt om at give begrebet en bred betydning, saledes at det potentielt
omfatter enhver form for information, bade objektiv og subjektiv i form af
meningstilkendegivelser eller bedemmelser, forudsat at informationen er »om« den pageeldende
person. En information er om en identificeret eller identificerbar fysisk person, hvis den pa grund
af sit indhold, formal eller virkning er knyttet til en identificerbar person (dom af 3.4.2025,
Ministerstvo zdravotnictvi (Oplysninger om repreesentanten for en juridisk person), C-710/23,
EU:C:2025:231, preemis 21 og den deri neevnte retspraksis).

Desuden er der i databeskyttelsesforordningens artikel 9, stk. 1, blandt disse personoplysninger
fastsat en seerlig beskyttelsesordning for seerlige kategorier af personoplysninger, herunder
oplysninger om en fysisk persons seksuelle forhold eller seksuelle orientering.

Domstolen har preeciseret, at formalet med databeskyttelsesforordningens artikel 9, stk. 1, bestar i
at sikre en oget beskyttelse mod behandlinger, der som folge af de behandlede oplysningers seerlig
folsomme karakter kan udgere et seerlig alvorligt indgreb i den grundleeggende ret til respekt for
privatlivet og til beskyttelse af personoplysninger, der er sikret ved chartrets artikel 7 og 8 (dom af
21.12.2023, Krankenversicherung Nordrhein, C-667/21, EU:C:2023:1022, preemis 41 og den deri
neevnte retspraksis).

En sadan oget beskyttelse krever nedvendigvis en bred definition af sidanne »folsomme
oplysninger«. Domstolen har séledes fastslaet, at databeskyttelsesforordningens artikel 9, stk. 1,
finder anvendelse pa behandling, der vedrerer ikke alene de egentligt folsomme oplysninger, som
denne bestemmelse vedrerer, men ogsa oplysninger, som indirekte gennem en intellektuel
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refleksion i form af sammenstilling eller deduktion afslgrer informationer af denne art (dom af
5.6.2023, Kommissionen mod Polen (Dommeres uathengighed og privatliv), C-204/21,
EU:C:2023:442, preemis 344 og den deri neevnte retspraksis).

Inden for rammerne af denne brede definition kan den usande og kreenkende karakter af
oplysninger om en fysisk persons seksuelle forhold eller seksuelle orientering ikke betyde, at
sadanne oplysninger mister deres kvalificering som »felsomme oplysninger« som omhandlet i
databeskyttelsesforordningens artikel 9, stk. 1.

For det andet skal det fastsldas, at den i hovedsagen omhandlede behandling bestar i
offentliggorelse af denne annonce og dermed af disse oplysninger pa Russmedias
onlinemarkedsplads. En aktivitet, der bestar i at stille personoplysninger til radighed pa et
websted, udger nemlig en behandling som omhandlet i databeskyttelsesforordningens artikel 4,
nr. 2) (dom af 1.8.2022, Vyriausioji tarnybinés etikos komisija, C-184/20, EU:C:2022:601,
preemis 65 og den deri neevnte retspraksis).

For det tredje bemeerkes, at det andet til det fjerde spergsmal henviser til den omsteendighed, at
operatoren af den i hovedsagen omhandlede onlinemarkedsplads er ansvarlig for behandlingen af
personoplysninger. Det fremgér dog, at de personoplysninger, hvis offentliggerelse er genstand for
tvisten i hovedsagen, blev indsat i den pégeeldende annonce af en anonym annoncer, uden at
operatgren havde konkret indflydelse pa indholdet af denne annonce, og uden at vedkommende
var klar over, at den havde en usand og kraenkende karakter. Pa denne baggrund skal der anferes
nogle preeciseringer vedrerende begreberne »dataansvarlig« og »feelles dataansvarlige« som
omhandlet i henholdsvis databeskyttelsesforordningens artikel 4, nr. 7), og artikel 26.

I databeskyttelsesforordningens artikel 4, nr. 7), defineres begrebet »dataansvarlig« bredt som en
fysisk eller juridisk person, en offentlig myndighed, en institution eller et andet organ, der alene
eller sammen med andre afger, til hvilke formél og med hvilke hjeelpemidler der ma foretages
behandling af personoplysninger.

Formalet med denne brede definition er — i overensstemmelse med databeskyttelsesforordningens
formal — at sikre en effektiv beskyttelse af fysiske personers grundleggende rettigheder og
frihedsrettigheder samt at sikre et hojt beskyttelsesniveau for enhver persons ret til beskyttelse af
personoplysninger vedrgrende vedkommende (dom af 5.12.2023, Nacionalinis visuomenés
sveikatos centras, C-683/21, EU:C:2023:949 preemis 29 og den deri neevnte retspraksis).

Enhver fysisk eller juridisk person, der til eget formal gver indflydelse pa behandlingen af sidanne
oplysninger og grundet den omstendighed deltager i fastleeggelsen af formalene med og
hjeelpemidlerne til denne behandling, kan saledes anses for dataansvarlig (dom af 5.12.2023,
Nacionalinis visuomenés sveikatos centras, C-683/21, EU:C:2023:949 preemis 30 og den deri
neevnte retspraksis).

Da det desuden er udtrykkeligt bestemt i databeskyttelsesforordningens artikel 4, nr. 7), at
begrebet »dataansvarlig« omfatter det organ, der »alene eller sammen med andre« afgor, til
hvilket formél og med hvilke hjelpemidler der mé foretages behandling af personoplysninger,
henviser dette begreb ikke nedvendigvis til et enkelt organ og kan vedrere flere akterer, som
deltager i denne behandling, og derfor er de alle undergivet de anvendelige bestemmelser om
databeskyttelse (jf. i denne retning dom af 29.7.2019, Fashion ID, C-40/17, EU:C:2019:629,
preemis 67 og den deri naevnte retspraksis).

18 ECLL:EU:C:2025:935



60

61

62

63

64

65

66

67

Dowm AF 2.12.2025 — sag C-492/23
RussMEDIA DIGITAL 0G INFORM MEDIA PRESS

Databeskyttelsesforordningens artikel 26, der indgar i definitionen af »dataansvarlig« i denne
forordnings artikel 4, nr. 7), fastseetter i det veesentlige, at hvis to eller flere dataansvarlige i
feellesskab fastleegger formalene med og hjelpemidlerne til behandling, skal de kvalificeres som
»feelles dataansvarlige«.

Et sddant feelles dataansvar kreever ikke nedvendigvis, at der foreligger feelles beslutninger
vedrorende fastleeggelsen af formalene med og hjelpemidlerne til behandling af de pageeldende
personoplysninger. Domstolen har nemlig fastsldet, at deltagelse i fastleeggelsen af disse formal
og disse hjelpemidler kan antage forskellige former, idet den kan felge af sével en feelles
beslutning truffet af to eller flere enheder som af sidanne enheders konvergerende beslutninger,
der supplerer hinanden pa en sddan made, at de har en meerkbar indvirkning pa fastleeggelsen af
de naevnte formal og hjeelpemidler (jf. i denne retning dom af 5.12.2023, Nacionalinis visuomenés
sveikatos centras, C-683/21, EU:C:2023:949, preemis 43).

I denne henseende forudseetter et feelles ansvar for flere aktorer for den samme behandling i
henhold til databeskyttelsesforordningens artikel 4, nr. 7), ikke, at hver af disse har adgang til de
omhandlede personoplysninger (dom af 29.7.2019, Fashion ID, C-40/17, EU:C:2019:629,
preemis 69 og den deri neevnte retspraksis, og af 5.12.2023, Nacionalinis visuomenés sveikatos
centras, C-683/21, EU:C:2023:949, preemis 42).

Ud fra samme synspunkt har Domstolen preeciseret, at tilstedeveerelsen af et felles ansvar ikke
nodvendigvis indebeerer, at de forskellige operatorer, som er omfattet af en behandling af
personoplysninger, har samme ansvar. De forskellige operaterer kan tveertimod veere ansvarlige
for behandlingen af personoplysninger pa forskellige niveauer og i forskelligt omfang, saledes at
den enkeltes ansvarsniveau skal vurderes under hensyntagen til samtlige relevante
omstendigheder i sagen (jf. i denne retning dom af 10.7.2018, Jehovan todistajat, C-25/17,
EU:C:2018:551, preemis 66 og den deri neevnte retspraksis, og af 5.12.2023, Nacionalinis
visuomeneés sveikatos centras, C-683/21, EU:C:2023:949, preemis 42).

I det foreliggende tilfeelde star det fast, at den annoncer, der indrykkede den usande og kreenkende
annonce med personoplysninger vedrerende appellanten i hovedsagen pa Russmedias
onlinemarkedsplads, skal anses for hovedsageligt at have fastlagt formélene med og
hjeelpemidlerne til behandling af disse oplysninger, og denne annoncer er dermed omfattet af
begrebet »dataansvarlig« som omhandlet i databeskyttelsesforordningens artikel 4, nr. 7).

Det er imidlertid godtgjort, at denne annonce alene blev offentliggjort pa internettet og saledes
gjort tilgeengelig for internetbrugerne takket veere Russmedias onlinemarkedsplads.

Selv om det fremgar af den retspraksis, der er naevnt i denne doms preemis 58, at en person kun
kan kvalificeres som »dataansvarlig« for personoplysninger, hvis vedkommende til eget formal
over indflydelse pa denne behandling, skal det dog fastslas, at dette bl.a. kan veere tilfeeldet, nar
operatgren af en onlinemarkedsplads offentligger de pageldende personoplysninger med et
kommercielt eller reklamemeessigt formal, der gar ud over den blotte levering af den
tjienesteydelse, som operateren yder annonceren.

I det foreliggende tilfeelde fremgér det af foreleggelsesafgorelsen, at Russmedia offentligger
annoncer pa sin onlinemarkedsplads til egne kommercielle formal. I denne henseende giver de
generelle betingelser for brug af denne markedsplads Russmedia stor frihed til at udnytte den
information, der offentliggores herpa. Ifglge de oplysninger, som den foreleeggende ret har givet,
forbeholder Russmedia sig navnlig ret til at bruge det offentliggjorte indhold, til at distribuere,
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transmittere, reproducere, eendre, overseette og overdrage det til partnere og til at slette det til
enhver tid, ogsa uden »gyldig grund« hertil. Russmedia offentligger séledes ikke eller ikke alene de
personoplysninger, der er indeholdt i annoncerne, pa vegne af annoncererne, men behandler og
kan udnytte disse oplysninger til egne reklamemaessige og kommercielle formal.

Det ma saledes leegges til grund, at Russmedia til egne formal har evet indflydelse pa
offentliggerelsen pé internettet af appellanten i hovedsagens personoplysninger og derfor har
deltaget i fastleeggelsen af formalene med denne offentliggorelse og dermed den omhandlede
behandling.

Denne konstatering drages ikke i tvivl af den omsteendighed, at det er &benbart, at Russmedia ikke
har deltaget i fastleeggelsen af det usande og kreenkende formal, som annonceren har tilsigtet
gennem offentliggorelsen af den i hovedsagen omhandlede annonce. Russmedia har nemlig
deltaget i fastleeggelsen af det formal med behandlingen, der bestar i at gore de
personoplysninger, der er indeholdt i den i hovedsagen omhandlede annonce, tilgeengelige for
internetbrugerne med henblik pa at udnytte offentliggorelsen. Russmedia har i evrigt ved at
tillade, at annoncer indrykkes anonymt pa selskabets onlinemarkedsplads, gjort det lettere at
offentliggere sddanne oplysninger uden den registreredes samtykke.

Desuden har Russmedia ved at stille sin onlinemarkedsplads, der er blevet anvendt til at
offentliggere den i hovedsagen omhandlede annonce, til radighed for annonceren, deltaget i
fastleeggelsen af hjeelpemidlerne til denne offentliggorelse.

Domstolen har nemlig allerede i det veesentlige fastslaet, at en fysisk eller juridisk person, som pa
afgorende vis har indflydelse pa indsamlingen og transmissionen af personoplysninger, eller som
ved at foretage en indstilling, der er atheengig af den pageeldendes mal for forvaltning af og
reklame for sine aktiviteter, har indflydelse pa behandlingen af personoplysningerne, deltager i
fastleeggelsen af hjelpemidlerne til behandlingen (jf. i denne retning dom af 5.6.2018,
Wirtschaftsakademie Schleswig-Holstein, C-210/16, EU:C:2018:388, preemis 36, og af 29.7.2019,
Fashion ID, C-40/17, EU:C:2019:629, preemis 78). Det samme geelder for sa vidt angar en
sogemaskine, nar dennes aktivitet spiller en afgerende rolle for den globale formidling af
personoplysninger, idet denne aktivitet geor oplysningerne offentligt tilgeengelige online i
systematiseret og sammenlagt form (jf. i denne retning dom af 8.12.2022, Google (Fjernelse af
links til et angiveligt urigtigt indhold), C-460/20, EU:C:2022:962, preemis 50 og den deri neevnte
retspraksis).

Det skal derfor fastslés, at nar operatgren af en onlinemarkedsplads sdsom Russmedia fastseetter
parametrene for formidlingen af annoncer, der kan indeholde personoplysninger, i forhold til
den tilsigtede malgruppe, bestemmer annoncens udformning, varigheden af formidlingen eller de
rubrikker, der strukturerer den offentliggjorte information, eller organiserer den klassificering,
der afger en sadan formidlings former, deltager den pageldende i fastleeggelsen af de
veesentligste hjeelpemidler til offentliggerelse af de pageldende personoplysninger, idet
vedkommende saledes pa afgerende vis gver indflydelse pa den globale formidling af disse.

I denne henseende kan indholdet af de generelle betingelser for brug af den péageeldende
onlinemarkedsplads udgere indicier, der godtger, at operateren af denne markedsplads har
afgerende indflydelse pa den pageeldende behandling af personoplysninger og saledes fastleegger
hjelpemidlerne til denne behandling. Dette synes at veere tilfeeldet for de generelle betingelser
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for brug af Russmedias onlinemarkedsplads, hvori dette selskab bla. forbeholder sig ret til at
distribuere, transmittere, offentliggere, slette eller endog reproducere den information, der er
indeholdt i annoncerne, herunder personoplysningerne heri.

Under alle omsteendigheder kan operatoren af en onlinemarkedsplads ikke unddrage sig sit ansvar
som dataansvarlig for personoplysninger med den begrundelse, at vedkommende ikke selv har
fastlagt indholdet af den omhandlede annonce, der er offentliggjort pa denne markedsplads. Det
ville nemlig veere i strid med ikke blot den klare ordlyd, men ogsa formalet med
databeskyttelsesforordningens artikel 4, nr. 7) — der bestér i ved hjeelp af en bred definition af
begrebet »dataansvarlig« at sikre en effektiv og fuldsteendig beskyttelse af de registrerede — at
udelukke en sadan operator fra denne definition alene af denne grund.

Det skal derfor fastslas, at det er med rette, at den foreleeggende ret har baseret det andet til det
fjerde spergsmaél pa den forudseetning, at operatoren af onlinemarkedspladsen i en situation som
den i hovedsagen omhandlede er ansvarlig for behandlingen af de personoplysninger, der er
indeholdt i en annonce offentliggjort pa denne onlinemarkedsplads, som omhandlet i
databeskyttelsesforordningens artikel 4, nr. 7).

Det er i lyset af samtlige ovenstaende indledende bemaerkninger, at disse spergsmal skal besvares.

Det andet og det tredje sporgsmadl

Den foreleeggende ret ensker med det andet og det tredje sporgsmal, der skal behandles samlet,
nermere bestemt oplyst, om databeskyttelsesforordningens artikel 5, stk. 2, og artikel 24-26 skal
fortolkes saledes, at operateren af en onlinemarkedsplads i sin egenskab af dataansvarlig som
omhandlet i databeskyttelsesforordningens artikel 4, nr. 7), for de personoplysninger, der er
indeholdt i annoncer offentliggjort pa dennes onlinemarkedsplads, har pligt til inden
offentliggerelsen at identificere de annoncer, der indeholder felsomme oplysninger som
omhandlet i databeskyttelsesforordningens artikel 9, stk. 1, at kontrollere, at den annoncer, der
vil indrykke en sddan annonce, er den person, hvis felsomme oplysninger fremgar af annoncen,
og, hvis dette ikke er tilfeeldet, at neegte at offentliggere annoncen uden den registreredes
udtrykkelige samtykke, for sa vidt som en sadan offentliggerelse kan medfere en alvorlig
kreenkelse af denne persons ret til respekt for privatlivet og til beskyttelse af sine
personoplysninger som sikret ved chartrets artikel 7 og 8.

I henhold til databeskyttelsesforordningens artikel 1, stk. 2, ssmmenholdt med fjerde og tiende
betragtning hertil, har denne forordning bl.a. til formal at sikre et hgjt beskyttelsesniveau for
fysiske personers grundleeggende rettigheder og frihedsrettigheder i forbindelse med
behandlingen af personoplysninger, idet denne ret ligeledes er fastsat i chartrets artikel 8 og er
teet knyttet til retten til respekt for privatlivet, som er fastsat i chartrets artikel 7 (jf. i denne
retning dom af 1.8.2022, Vyriausioji tarnybinés etikos komisija, C-184/20, EU:C:2022:601,
preemis 61 og den deri neevnte retspraksis).

Med henblik herpa fastseetter databeskyttelsesforordningens kapitel II for det forste de principper
for behandlingen af personoplysninger, som den dataansvarlige skal overholde. Enhver
behandling af personoplysninger skal navnlig overholde de principper for behandling af
oplysninger og for lovlig behandling, der er fastsat i denne forordnings artikel 5 og 6 (jf. i denne
retning dom af 1.8.2022, Vyriausioji tarnybinés etikos komisija, C-184/20, EU:C:2022:601,
preemis 62 og den deri neevnte retspraksis).
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I henhold til databeskyttelsesforordningens artikel 5, stk. 1, litra a), skal personoplysninger
behandles lovligt, rimeligt og pa en gennemsigtig made i forhold til den registrerede. I denne
forordnings artikel 5, stk. 1, litra d), er det tilfgjet, at de personoplysninger, der behandles, skal
veere korrekte og om nedvendigt ajourforte. Der skal séledes tages ethvert rimeligt skridt for at
sikre, at personoplysninger, der er urigtige i forhold til de formal, hvortil de behandles, straks
slettes eller berigtiges. Forordningens artikel 5, stk. 1, litra f), bestemmer, at personoplysninger
skal behandles pa en méde, der sikrer tilstraekkelig sikkerhed for disse oplysninger, herunder
beskyttelse mod uautoriseret eller ulovlig behandling.

Hvad angar betingelserne for lovlig behandling fastseetter databeskyttelsesforordningens artikel 6,
stk. 1, forste afsnit, saledes som Domstolen har fastslaet, en udtemmende og fuldsteendig liste over
de tilfeelde, hvor behandling af personoplysninger kan anses for at veere lovlig. Behandlingen skal
saledes veere omfattet af et af de tilfeelde, som er omhandlet i denne bestemmelse (jf. i denne
retning dom af 9.1.2025, Mousse, C-394/23, EU:C:2025:2, premis 25 og den deri neevnte
retspraksis).

I medfer af databeskyttelsesforordningens artikel 6, stk. 1, forste afsnit, litra a), er behandling af
personoplysninger navnlig lovlig, hvis og i det omfang den registrerede har givet samtykke til et
eller flere specifikke formal. I denne forordnings artikel 7, stk. 1, er det preeciseret, at den
dataansvarlige i sa fald skal kunne pavise, at den registrerede har givet samtykke til behandling af
sine personoplysninger. Nar der ikke foreligger et sadant samtykke, eller nadr samtykket ikke er
blevet givet frivilligt, specifikt, informeret og utvetydigt som omhandlet i forordningens artikel 4,
nr. 11), kan en sddan behandling alligevel veere begrundet, hvis den opfylder et af de krav om
nedvendighed, der er omtalt i forordningens artikel 6, stk. 1, forste afsnit, litra b)-f) (dom af
9.1.2025, Mousse, C-394/23, EU:C:2025:2, preemis 26 og den deri neevnte retspraksis).

Foruden disse principper og betingelser geelder der seerlige krav vedrerende folsomme oplysninger
som defineret i databeskyttelsesforordningens artikel 9, stk. 1, som det principielt er forbudt at
behandle (jf. i denne retning dom af 21.12.2023, Krankenversicherung Nordrhein, C-667/21,
EU:C:2023:1022, preemis 73).

Dette forbud kan kun fraviges, hvis en af undtagelserne i denne forordnings artikel 9, stk. 2,
litra a)-j), finder anvendelse. Blandt disse undtagelser, der skal fortolkes strengt, fastseetter
forordningens artikel 9, stk. 2, litra a), at forbuddet mod behandling af faelsomme oplysninger
ikke finder anvendelse, hvis den registrerede har givet udtrykkeligt samtykke til behandling af
sine folsomme personoplysninger til et eller flere specifikke formal, medmindre det i EU-retten
eller medlemsstaternes nationale ret er fastsat, at dette forbud ikke kan heeves ved den
registreredes samtykke.

For det andet preeciserer databeskyttelsesforordningens kapitel IV reekkevidden af de forpligtelser,
der pahviler den dataansvarlige i henhold til princippet om ansvarlighed i
databeskyttelsesforordningens artikel 5, stk. 2.

I henhold til denne bestemmelse er den dataansvarlige ansvarlig for overholdelsen af denne
artikels stk. 1 og skal kunne pavise, at vedkommende overholder alle de principper, der er fastsat
i neevnte stk. 1, idet bevisbyrden herfor siledes pahviler den pageldende (dom af 4.5.2023,
Bundesrepublik Deutschland (Domstolenes elektroniske postkasse), C-60/22, EU:C:2023:373,
preemis 53 og den deri naevnte retspraksis).
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Dette princip om ansvarlighed er bl.a. konkretiseret i databeskyttelsesforordningens artikel 24 (jf. i
denne retning dom af 25.1.2024, MediaMarktSaturn, C-687/21, EU:C:2024:72, preemis 43 og den
deri neevnte retspraksis). Denne bestemmelse kreever, at den dataansvarlige under hensyntagen til
den pégeeldende behandlings karakter, omfang, sammenheeng og formél samt risiciene af
varierende sandsynlighed og alvor for fysiske personers rettigheder og frihedsrettigheder
gennemforer passende tekniske og organisatoriske foranstaltninger for at sikre og for at veere i
stand til at pavise, at behandlingen er i overensstemmelse med denne forordning.

Databeskyttelsesforordningens artikel 5, stk. 2, og artikel 24 paleegger saledes den dataansvarlige
for personoplysninger generelle forpligtelser med hensyn til ansvar og efterlevelse. Disse
bestemmelser kraever navnlig, at den dataansvarlige treeffer passende foranstaltninger med
henblik pa at forebygge eventuelle tilsideseettelser af de regler, der er fastsat i
databeskyttelsesforordningen med henblik pa at sikre retten til databeskyttelse (jf. i denne
retning dom af  27.10.2022, Proximus (Offentligt tilgeengelige  elektroniske
telefonnummerfortegnelser), C-129/21, EU:C:2022:833, preemis 81).

Pa denne baggrund kreever databeskyttelsesforordningens artikel 25, stk. 1, at den dataansvarlige
bade pa tidspunktet for fastleeggelse af midlerne til behandling og pa tidspunktet for selve
behandlingen gennemforer passende tekniske og organisatoriske foranstaltninger, som er
designet med henblik pa effektiv implementering af databeskyttelsesprincipper og med henblik
pa integrering af de fornedne garantier i behandlingen for at opfylde kravene i denne forordning
og beskytte de registreredes rettigheder. Desuden fastseetter artikel 25, stk. 2, om databeskyttelse
gennem standardindstillinger bl.a., at de passende tekniske og organisatoriske foranstaltninger,
som den dataansvarlige skal gennemfore i dette gjemed, gennem standardindstillinger skal sikre,
at personoplysninger ikke uden den pageeldende fysiske persons indgriben stilles til radighed for
et ubegreenset antal fysiske personer.

Nar de personoplysninger, der behandles, er felsomme oplysninger som omhandlet i
databeskyttelsesforordningens artikel 9, stk. 1, skal den dataansvarlige med henblik pa at afgore,
hvilke foranstaltninger der er passende som omhandlet i denne forordnings artikel 24 og 25, bl.a.
tage hensyn til den omstendighed, at en tilsideseettelse af de principper, der er fastsat i
forordningens kapitel II, med hensyn til behandling af sddanne oplysninger kan udgere et seerlig
alvorligt indgreb i de grundleeggende rettigheder til respekt for privatlivet og til beskyttelse af
personoplysninger, der er sikret i chartrets artikel 7 og 8.

Det er i lyset af samtlige disse preeciseringer, at det andet og det tredje sporgsmal, som
omformuleret i denne doms preemis 77, skal behandles.

Hvad for det forste angar spergsmalet om, hvorvidt operatoren af en onlinemarkedsplads skal
identificere de annoncer, der indeholder folsomme oplysninger som omhandlet i
databeskyttelsesforordningens artikel 9, stk. 1, inden de offentliggeres, bemzerkes, at som det
fremgar af denne doms preemis 64 og 75, skal denne operator og den annoncer, der har indrykket
en sddan annonce pa denne onlinemarkedsplads, anses for feelles dataansvarlige som omhandlet i
forordningens artikel 26, nar den pageeldende annonce offentliggeres dér.

Det folger heraf, at sdvel denne operator som denne annoncer har pligt til at sikre overholdelsen af
de forpligtelser, der folger af databeskyttelsesforordningens artikel 5, stk. 2, samt artikel 24 og 25.
De skal navnlig kunne pavise, at personoplysningerne i den pégeeldende annonce offentliggares
lovligt, dvs. at den registrerede har givet sit samtykke til en sddan offentliggerelse, medmindre de
kan paberabe sig en anden betingelse i databeskyttelsesforordningens artikel 6, stk. 1. Nar de
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pageldende  personoplysninger er folsomme  oplysninger som  omhandlet i
databeskyttelsesforordningens artikel 9, stk. 1, skal samtykket til offentliggorelsen, saledes som
det fremgar af denne doms preemis 84, veere udtrykkeligt. P4 samme made skal de dataansvarlige
ifolge princippet om rigtighed, der er fastsat i databeskyttelsesforordningens artikel 5, stk. 1,
litra d), kunne pévise, at de pageeldende personoplysninger er korrekte.

Med henblik pa at fastleegge, hvilke passende tekniske og organisatoriske foranstaltninger
operatoren af en onlinemarkedsplads i sin egenskab af felles dataansvarlig for behandlingen af
personoplysninger specifikt har pligt til at gennemfere i henhold til databeskyttelsesforordningens
artikel 24 og 25 for at sikre og veere i stand til at pavise, at offentliggerelsen af folsomme
oplysninger i en annonce foretages i overensstemmelse med denne forordning, bemeerkes, at det
fremgar af disse bestemmelser, at spergsmalet om, hvorvidt foranstaltningerne er passende, skal
vurderes konkret under hensyntagen til den péageeldende behandlings karakter, omfang,
sammenheaeng og formal samt til sandsynligheden for og alvoren af risiciene for den registreredes
specifikke rettigheder og frihedsrettigheder (jf. i denne retning dom af 21.12.2023,
Krankenversicherung Nordrhein, C-667/21, EU:C:2023:1022, preemis 96).

I denne henseende bemeerkes, at offentliggerelse af personoplysninger pa en onlinemarkedsplads
indebeerer betydelige risici for den registreredes rettigheder og frihedsrettigheder, eftersom den i
princippet gor disse oplysninger tilgeengelige for alle internetbrugere. Nar oplysningerne forst er
offentliggjort pa en onlinemarkedsplads, kan de desuden kopieres og gengives pa andre
websteder, saledes at det kan blive vanskeligt hvis ikke umuligt for den registrerede at fi dem
effektivt slettet fra internettet.

De risici, der er forbundet med en sadan offentliggerelse, er endnu mere alvorlige, nar der er tale
om felsomme oplysninger som omhandlet i databeskyttelsesforordningens artikel 9, stk. 1. Som
udtrykkeligt anfort i 51. betragtning til databeskyttelsesforordningen ber personoplysninger, der i
kraft af deres karakter er seerlig folsomme i forhold til grundleeggende rettigheder og
frihedsrettigheder, nyde specifik beskyttelse, da sammenheengen for behandling af dem kan
indebeere betydelige risici for disse rettigheder og frihedsrettigheder (jf. i denne retning dom af
4.10.2024, Lindenapotheke, C-21/23, EU:C:2024:846, preemis 75). Behandling af sadanne
oplysninger kan, saledes som det er anfort i denne doms preemis 90, udgere et seerlig alvorligt
indgreb i den grundleeggende ret til respekt for privatlivet og til beskyttelse af personoplysninger,
der er sikret ved chartrets artikel 7 og 8. Desuden er graden af sandsynlighed for en tilsideseettelse
af disse rettigheder ved offentliggorelse af en annonce, der indeholder folsomme oplysninger,
meget hgj, nir annonceren ikke selv er den registrerede, og nar onlinemarkedspladsen tillader, at
sadanne annoncer indrykkes anonymt.

For sa vidt som operateren af en onlinemarkedsplads som den i hovedsagen omhandlede ved eller
burde vide, at annoncer, der indeholder folsomme oplysninger som omhandlet i
databeskyttelsesforordningens artikel 9, stk. 1, generelt kan blive offentliggjort af annoncerer pa
operatgrens onlinemarkedsplads, er denne operator som dataansvarlig derfor forpligtet til
gennem designet af sin tjeneste at gennemfore passende tekniske og organisatoriske
foranstaltninger til at identificere sddanne annoncer inden offentliggorelsen og saledes veere i
stand til at kontrollere, at de felsomme oplysninger, som de indeholder, er blevet offentliggjort
under overholdelse af de principper, der er fastsat i denne forordnings kapitel II. Som det bl.a.
fremgar af forordningens artikel 25, stk. 1, pahviler forpligtelsen til at gennemfere sadanne
foranstaltninger nemlig ikke blot operateren pa tidspunktet for behandlingen, men allerede pa
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tidspunktet for fastleeggelsen af midlerne til behandling og dermed endda inden offentliggorelsen
af felsomme oplysninger pa dennes onlinemarkedsplads i strid med disse principper, idet denne
forpligtelse netop har til formal at forebygge sadanne tilsideseettelser.

Hvad for det andet angér spergsmélet om, hvorvidt operateren af en onlinemarkedsplads i sin
egenskab af ansvarlig, i feellesskab med annonceren, for behandlingen af de folsomme
oplysninger, der er indeholdt i de annoncer, der offentliggeres pa dennes websted, inden
offentliggorelsen skal kontrollere denne annoncers identitet, bemeerkes, at det folger af
databeskyttelsesforordningens artikel 9, stk. 1, sammenholdt med artikel 9, stk. 2, litra a), at
offentliggorelse af sddanne oplysninger er forbudt, medmindre den registrerede har givet
udtrykkeligt samtykke til, at de pageldende oplysninger offentliggeres pa denne
onlinemarkedsplads, eller en af de andre undtagelser, der er fastsat i artikel 9, stk. 2, litra b)-j),
gor sig geeldende, hvilket dog ikke synes at veere tilfeeldet i den foreliggende sag.

Selv om den omstendighed, at en registreret indrykker en annonce, der indeholder folsomme
oplysninger om vedkommende, pa en onlinemarkedsplads, kan udgere et udtrykkeligt samtykke
som omhandlet i databeskyttelsesforordningens artikel 9, stk. 2, litra a), foreligger der ikke et
sadant samtykke, nér annoncen indrykkes af en tredjemand, medmindre denne tredjemand kan
pavise, at den registrerede har givet udtrykkeligt samtykke til offentliggorelsen af annoncen pa
den pageldende onlinemarkedsplads. For at kunne sikre og for at veere i stand til at pavise, at de
krav, der er fastsat i databeskyttelsesforordningens artikel 9, stk. 2, litra a), er overholdt, har
operatoren af onlinemarkedspladsen folgelig pligt til inden offentliggorelsen af en sidan annonce
at kontrollere, om den annoncer, der vil indrykke annoncen, er den person, hvis fgelsomme
oplysninger fremgar af annoncen, hvilket forudszetter, at oplysning om denne annoncers identitet
indsamles.

Det fremgar desuden af databeskyttelsesforordningens artikel 13, stk. 1, litra a), og artikel 14,
stk. 1, litra a), at de dataansvarlige for personoplysninger under alle omstendigheder skal oplyse
den registrerede om deres identitet og give denne deres kontaktoplysninger.

Endelig bemeerkes, at databeskyttelsesforordningens artikel 26 péaleegger de feelles dataansvarlige
for den samme behandling af personoplysninger at fastleegge deres respektive ansvar for
overholdelse af forpligtelserne i henhold til denne forordning pa en gennemsigtig made. Det ville
veere umuligt at opfylde en saddan forpligtelse, hvis den ene af de dataansvarlige kunne forblive
anonym over for den anden.

Det folger saledes af det ovenstaende, at operateren af en onlinemarkedsplads i sin egenskab af
ansvarlig, i fellesskab med annonceren, for offentliggerelsen af folsomme oplysninger i en
annonce, der er offentliggjort pa operaterens onlinemarkedsplads, har pligt til at indsamle
oplysning om denne annoncers identitet og til at kontrollere, at denne er den person, hvis
folsomme oplysninger fremgar af annoncen.

Som generaladvokaten i det veesentlige har anfert i punkt 132 i forslaget til afgorelse, fremgar det i
denne henseende af 75. betragtning til databeskyttelsesforordningen, at behandling af
personoplysninger, bla. i tilfeelde af identitetstyveri, kan medfore risici for de registreredes
rettigheder og frihedsrettigheder, og de kan af denne grund blive forhindret i at udeve kontrol
over deres personoplysninger. Identitetssvig begas nemlig i almindelighed med det formal at
udfore svigagtige handlinger til skade for den registrerede eller tredjemand.
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Under disse omsteendigheder, og henset ligeledes til betragtningerne i denne doms preemis 95
og 96, skal operatoren af en onlinemarkedsplads for at veere i stand til at sikre og pavise, at de
folsomme oplysninger, der er indeholdt i annoncer, behandles i overensstemmelse med
databeskyttelsesforordningens krav, i henhold til denne forordnings artikel 24 og 25 fastseette
passende tekniske og organisatoriske foranstaltninger, der gor det muligt for operateren ikke
alene at indsamle oplysning om annoncerens identitet, men ogsa at kontrollere denne identitet,
inden disse annoncer offentliggores, og dette bla. med henblik pa at kunne afgore, om
annoncgren er den person, hvis felsomme oplysninger fremgar af annoncerne. Sadanne
foranstaltninger skal, saledes som generaladvokaten har anfert i punkt 134 i forslaget til
afgorelse, bl.a. gore det muligt at begreense risikoen for, at de registreredes personoplysninger
behandles ulovligt, og bekeempe urimelig brug af en sddan onlinemarkedsplads ved at bekeempe
opfattelsen af straffrihed og saledes tilskynde annoncerer til at overholde
databeskyttelsesforordningens krav, nar de offentligger annoncer med personoplysninger.

Endelig skal det hvad for det tredje angar spergsmélet om, hvorvidt operateren af en
onlinemarkedsplads skal neegte at offentliggere en annonce, der indeholder folsomme
oplysninger, nér det — efter en sadan kontrol af identiteten pa den annoncer, der vil indrykke
denne annonce — viser sig, at denne ikke er den person, hvis felsomme oplysninger fremgar af
annoncen, fastslas, at det folger af denne doms preemis 98 og 99, at det i et sadant tilfeelde ikke kan
udelukkes, at denne offentliggorelse sker i strid med det forbud mod behandling af siddanne
oplysninger, der er fastsat i databeskyttelsesforordningens artikel 9, stk. 1. Medmindre denne
annoncer i tilstreekkelig grad kan godtgere, at den registrerede har givet udtrykkeligt samtykke
til, at de pageeldende oplysninger offentliggeres pa denne onlinemarkedsplads, som omhandlet i
forordningens artikel 9, stk. 2, litra a), eller at en af de andre undtagelser, der er fastsat i artikel 9,
stk. 2, litra b)-j), finder anvendelse, skal operatgren af denne onlinemarkedsplads folgelig afvise at
offentliggere den pageeldende annonce, hvilket vedkommende skal sikre ved at gennemfore
passende tekniske og organisatoriske foranstaltninger.

Henset til samtlige ovenstiende betragtninger skal det andet og det tredje spergsmal besvares
med, at databeskyttelsesforordningens artikel 5, stk. 2, og artikel 24-26 skal fortolkes séledes, at
operatgren af en onlinemarkedsplads i sin egenskab af dataansvarlig som omhandlet i denne
forordnings artikel 4, nr. 7), for de personoplysninger, der er indeholdt i annoncer offentliggjort
pé dennes onlinemarkedsplads, har pligt til, inden offentliggerelsen af annoncerne og ved hjeelp
af passende tekniske og organisatoriske foranstaltninger,

— at identificere de annoncer, der indeholder felsomme oplysninger som omhandlet i
databeskyttelsesforordningens artikel 9, stk. 1,

— at kontrollere, at den annoncer, der vil indrykke en sadan annonce, er den person, hvis
folsomme oplysninger fremgar af annoncen, og, hvis dette ikke er tilfeeldet,

— at neegte at offentliggere annoncen, medmindre denne annoncer kan godtgere, at den
registrerede har givet udtrykkeligt samtykke til, at de pageeldende oplysninger offentliggores
pa denne onlinemarkedsplads, som omhandlet i forordningens artikel 9, stk. 2, litra a), eller at
en af de andre undtagelser, der er fastsat i artikel 9, stk. 2, litra b)-j), finder anvendelse.
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Det fjerde sporgsmadl

Med det fjerde sporgsmal enskes det neermere bestemt oplyst, om en operator af en
onlinemarkedsplads i sin egenskab af dataansvarlig har pligt til at iveerkseette
sikkerhedsforanstaltninger for at forhindre eller begrense kopiering og viderespredning af
annoncer med folsomme oplysninger, som er blevet offentliggjort pa operaterens
onlinemarkedsplads.

I det foreliggende tilfeelde fremgér det af anmodningen om preejudiciel afgorelse, at den i
hovedsagen omhandlede usande og kreenkende annonce for det forste er blevet gengivet pa andre
websteder med reklameindhold, der har offentliggjort den med angivelse af den oprindelige kilde,
og at Russmedia i de generelle betingelser for brug af sin onlinemarkedsplads for det andet bl.a.
forbeholder sig ret til at transmittere indholdet af annoncerne pa denne markedsplads og til at
overdrage det til partnere. Den foreleeggende ret har i denne henseende ikke preeciseret, om
Russmedia frivilligt har overfert denne annonce til disse andre websteder eller i det mindste
gennem aftaler har tilladt disse offentliggerelser, eller om de derimod stammer fra kopier af den
oprindelige annonce, som Russmedia ikke har tilladt.

Hvis det fastslas, at der er tale om den forste del af dette alternativ, vil denne transmission udgere
en ny behandling af personoplysninger, som Russmedia vil veere dataansvarlig for som omhandlet
i databeskyttelsesforordningens artikel 4, nr. 7). Denne behandling skal holdes ude fra
annoncerens offentliggerelse af den i hovedsagen omhandlede usande og kreenkende annonce pa
Russmedias onlinemarkedsplads.

Der skal nemlig sondres mellem de forskellige behandlinger af personoplysninger, der horer til
den samme keede af aktiviteter, saledes at der tages hensyn til nedvendigheden af for hver person,
der kan kvalificeres som dataansvarlig for personoplysninger, at foretage en individuel vurdering
af, hvilket ansvarsniveau der kan paleegges den pageeldende. Dette skyldes, at en fysisk eller
juridisk person for at kunne anses for at veere feelles dataansvarlig selvsteendigt skal leve op til den
definition af »dataansvarlig«, der er fastsat i databeskyttelsesforordningens artikel 4, nr. 7) (dom af
5.12.2023, Nacionalinis visuomenés sveikatos centras, C-683/21, EU:C:2023:949, preemis 41 og
den deri neevnte retspraksis).

Det folger heraf, at hvis en videregivelse af personoplysningerne foretages inden for rammerne af
formidlingsaftaler mellem operateren af den onlinemarkedsplads, hvor de omhandlede
personoplysninger oprindeligt er blevet offentliggjort, og operatorer af andre websteder, er
forstneevnte operater i princippet den eneste dataansvarlige for den behandling, som denne
videregivelse udger. Under alle omstendigheder har enhver dataansvarlig, alene eller i
feellesskab, pligt til at opfylde alle de forpligtelser, der folger af databeskyttelsesforordningen.

Efter disse preeciseringer skal det fijerde spergsmal forstas saledes, at det vedrerer en situation,
hvor Russmedia ikke har overfort den i hovedsagen omhandlede usande og kreenkende annonce
til andre websteder med reklameindhold og séledes ikke har givet tilladelse til disse efterfolgende
offentliggorelser.

Det bemeerkes ligeledes, at dette sporgsmal i det veesentlige vedrerer reekkevidden af den
sikkerhedsforpligtelse, som en dataansvarlig skal overholde. Databeskyttelsesforordningens
artikel 32 tager imidlertid specifikt sigte pa behandlingssikkerhed. Den konkretiserer og
preeciserer et specifikt aspekt af de krav, der er fastsat i denne forordnings artikel 24, som
sammen med artikel 5, stk. 2, generelt fastseetter den dataansvarliges ansvar.

ECLI:EU:C:2025:935 27



114

115

116

117

118

119

Dowm AF 2.12.2025 — sag C-492/23
RussMEDIA DIGITAL 0G INFORM MEDIA PRESS

Pa denne baggrund ma det laegges til grund, at den foreleeggende ret med det fjerde sporgsmal
nermere bestemt onsker oplyst, om databeskyttelsesforordningens artikel 32 skal fortolkes
saledes, at operatoren af en onlinemarkedsplads i sin egenskab af dataansvarlig som omhandlet i
denne forordnings artikel 4, nr. 7), for de personoplysninger, der er indeholdt i annoncer, der
offentliggares pa dennes onlinemarkedsplads, har pligt til at gennemfore
sikkerhedsforanstaltninger for at forhindre, at annoncer offentliggjort pa denne markedsplads,
der indeholder folsomme oplysninger som omhandlet i forordningens artikel 9, stk. 1, kopieres
og ulovligt offentliggores pa andre websteder.

Databeskyttelsesforordningens artikel 32, stk. 1, fastseetter, at den dataansvarlige og
databehandleren under hensyntagen til det aktuelle tekniske niveau,
implementeringsomkostningerne og den péageldende behandlings karakter, omfang,
sammenhaeng og formal samt risiciene af varierende sandsynlighed og alvor for fysiske personers
rettigheder og frihedsrettigheder skal gennemfere passende tekniske og organisatoriske
foranstaltninger for at sikre et sikkerhedsniveau, der passer til disse risici.

Denne forordnings artikel 32, stk. 2, fastseetter, at der ved vurderingen af, hvilket sikkerhedsniveau
der er passende, navnlig skal tages hensyn til de risici, som behandling udger, navnlig ved
heendelig eller ulovlig tilintetgerelse, tab, seendring, uautoriseret videregivelse af eller adgang til
personoplysningerne.

Domstolen har fastslaet, at henvisningen i databeskyttelsesforordningens artikel 32, stk. 1 og 2, til
»et sikkerhedsniveau, der passer til disse risici« og et »sikkerhedsniveau, der er passende« vidner
om, at der med denne forordning indferes en risikostyringsordning, og at det pa ingen made
heevdes, at risiciene for brud pa persondatasikkerheden fjernes (dom af 14.12.2023, Natsionalna
agentsia za prihodite, C-340/21, EU:C:2023:986, preemis 29).

Det fremgar saledes af affattelsen af databeskyttelsesforordningens artikel 32, sammenholdt med
denne forordnings artikel 24, at artikel 32 begreenser sig til at paleegge den dataansvarlige at
vedtage tekniske og organisatoriske foranstaltninger med henblik pa i videst muligt omfang at
undga ethvert brud pa persondatasikkerheden. Spergsmaélet om, hvorvidt sadanne
foranstaltninger er passende, skal vurderes konkret, idet det skal undersoges, om den
dataansvarlige har gennemfort disse foranstaltninger under hensyntagen til de forskellige
kriterier, der er omhandlet i disse artikler, og til de behov for databeskyttelse, der specifikt er
forbundet med den pageeldende behandling, samt til de risici, som denne behandling indebeerer
(jf. i denne retning dom af 14.12.2023, Natsionalna agentsia za prihodite, C-340/21,
EU:C:2023:986, preemis 30).

I denne henseende skal der med henblik pd at fastleegge den konkrete risiko, som den pageeldende
behandling udger, tages hensyn til den eventuelle folsomme karakter af de behandlede
personoplysninger. Som anfert i denne doms preemis 51 og 90 skyldes den ogede beskyttelse, der
er fastsat i databeskyttelsesforordningens artikel 9, stk. 1, for visse kategorier af oplysninger
grundet deres seerlig folsomme karakter, nemlig, at behandlingen af sidanne oplysninger kan
udgoere et seerlig alvorligt indgreb i den grundleeggende ret til respekt for privatlivet og til
beskyttelse af personoplysninger, der er sikret ved chartrets artikel 7 og 8 (jf. i denne retning dom
af 21.12.2023, Krankenversicherung Nordrhein, C-667/21, EU:C:2023:1022, preemis 41 og den
deri neevnte retspraksis).
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Nar forst en annonce, der indeholder personoplysninger, er online og siledes allerede tilgeengelig
pa globalt plan, indebzerer udbredelsen af disse oplysninger under disse omsteendigheder bl.a. en
risiko for tab af kontrol over de pageeldende personoplysninger, som, nar den indtreeffer, fratager
de rettigheder og garantier, som er fastsat i databeskyttelsesforordningen til fordel for den
registrerede, og som navnlig omfatter den ret til sletning, der er fastsat i denne forordnings
artikel 17, enhver effektiv virkning.

Nar folsomme oplysninger offentliggeres online, har den dataansvarlige i henhold til
databeskyttelsesforordningens artikel 32 ogsa pligt til at treeffe alle tekniske og organisatoriske
foranstaltninger for at sikre et sikkerhedsniveau, der effektivt kan forhindre, at der opstar tab af
kontrol over disse oplysninger.

I denne henseende skal den dataansvarlige bl.a. overveje alle tilgeengelige tekniske foranstaltninger
pa det aktuelle tekniske niveau, der kan blokere kopiering og gengivelse af onlineindhold.

Det skal dog endvidere preeciseres, at databeskyttelsesforordningens artikel 24 og 32 ikke kan
forstas saledes, at en ulovlig udbredelse af personoplysninger, der forst er offentliggjort online, er
tilstreekkelig til at konkludere, at de foranstaltninger, som den pageeldende dataansvarlige har
truffet, ikke var passende som omhandlet i disse bestemmelser, uden at det overhovedet gores
muligt for sidstneevnte at fore bevis for det modsatte (dom af 14.12.2023, Natsionalna agentsia za
prihodite, C-340/21, EU:C:2023:986, preemis 31).

I det foreliggende tilfeelde fremgér det af foreleeggelsesafgorelsen, at selv om den i hovedsagen
omhandlede usande og kreenkende annonce er blevet slettet fra Russmedias onlinemarkedsplads,
er den stadig tilgeengelig online pa andre websteder, tilsyneladende uden at appellanten i
hovedsagen kan fa den slettet.

Det fremgar imidlertid, at dette tab af kontrol skyldes den ulovlige forste offentliggorelse af den i
hovedsagen omhandlede usande og kreenkende annonce i strid med de krav, der er fastsat i
databeskyttelsesforordningen. Russmedia var under alle omstendigheder i henhold til
databeskyttelsesforordningens artikel 32 forpligtet til at gennemfere passende tekniske og
organisatoriske foranstaltninger for at sikre et sikkerhedsniveau, der passede til risiciene, og for
sa vidt muligt at blokere enhver kopi af denne annonce. Det tilkommer den foreleeggende ret at
efterprove, om dette skete.

Henset til samtlige ovenstdende betragtninger skal det fjerde sporgsmal besvares med, at
databeskyttelsesforordningens artikel 32 skal fortolkes saledes, at operateren af en
onlinemarkedsplads i sin egenskab af dataansvarlig som omhandlet i denne forordnings artikel 4,
nr. 7), for de personoplysninger, der er indeholdt i annoncer offentliggjort pa dennes
onlinemarkedsplads, har pligt til at gennemfore passende tekniske og organisatoriske
sikkerhedsforanstaltninger for at forhindre, at annoncer offentliggjort pa denne markedsplads,
der indeholder folsomme oplysninger som omhandlet i forordningens artikel 9, stk. 1, kopieres
og ulovligt offentliggeres pa andre websteder.

Det forste sporgsmadl om fortolkningen af direktiv 2000/31

Som anfert i denne doms preemis 45 og 46 onsker den foreleeggende ret endvidere oplyst, om
operatgren af en onlinemarkedsplads i sin egenskab af dataansvarlig som omhandlet i
databeskyttelsesforordningens artikel 4, nr. 7), for de personoplysninger, der er indeholdt i
annoncer offentliggjort pa dennes markedsplads, i forhold til en tilsideseettelse af de forpligtelser,
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der folger af denne forordnings artikel 5, stk. 2, samt artikel 24-26 og 32, og som er fastsldet i
denne doms preemis 106 og 126, kan paberabe sig artikel 12-15 i direktiv 2000/31 om
formidleransvar.

Dermed opstar spergsmalet om forholdet mellem disse to EU-retlige instrumenter. Det skal
navnlig afgeres, om artikel 12-15 i direktiv 2000/31 kan gribe ind i den ansvarsordning, der er
fastsat ved databeskyttelsesforordningen.

I denne henseende bemeerkes for det forste, at det i artikel 1, stk. 5, litra b), i direktiv 2000/31 er
preeciseret, at dette direktiv ikke finder anvendelse p& spergsmal, der vedrerer
informationssamfundstjenester omfattet af direktiv 95/46 og 97/66.

Domstolen har fortolket denne bestemmelse séledes, at de spergsmal, der vedrgrer beskyttelsen af
kommunikationshemmeligheden og af personoplysninger, skal vurderes i lyset af
databeskyttelsesforordningen og Europa-Parlamentets og Radets direktiv 2002/58/EF af
12. juli 2002 om behandling af personoplysninger og beskyttelse af privatlivets fred i den
elektroniske kommunikationssektor (direktiv om databeskyttelse inden for elektronisk
kommunikation) (EFT 2002, L 201, s. 37), som har erstattet henholdsvis direktiv 95/46 og direktiv
97166, idet det preeciseres, at den beskyttelse, som direktiv 2000/31 har til formal at sikre, under
ingen omstendigheder kan berore de krav, der folger af databeskyttelsesforordningen og direktiv
2002/58 (dom af 6.10.2020, La Quadrature du Net m.fl, C-511/18, C-512/18 og C-520/18,
EU:C:2020:791, preemis 200 og den deri neevnte retspraksis).

Det folger navnlig heraf, at en eventuel indremmelse af den fritagelse i henhold til artikel 14, stk. 1,
i direktiv 2000/31, som operateren af en onlinemarkedsplads kan paberabe sig med hensyn til de
oplysninger, der oplagres pa dennes websted, ikke kan gribe ind i den ordning i
databeskyttelsesforordningen, der finder anvendelse pa en sadan operater og pa enhver anden
erhvervsdrivende, der er omfattet af denne forordnings anvendelsesomrade.

Det samme geelder for artikel 15 i direktiv 2000/31, hvorefter medlemsstaterne med hensyn til
levering af bl.a. de i dette direktivs artikel 14 omhandlede tjenester ikke ma pélegge
tjenesteyderne en generel overviagningsforpligtelse. I avrigt kan forpligtelsen for operatoren af en
onlinemarkedsplads til at overholde de krav, der folger af databeskyttelsesforordningen, under alle
omsteendigheder ikke kvalificeres som en sadan generel overvagningsforpligtelse.

For det andet fastseetter databeskyttelsesforordningens artikel 2, stk. 4, at denne forordning ikke
bergrer anvendelsen af direktiv 2000/31, navnlig dette direktivs artikel 12-15 om formidleransvar
for tjenesteydere.

Denne artikel 2, stk. 4, skal forstds saledes, at den omsteendighed, at en erhvervsdrivende har
forpligtelser, der er fastsat i databeskyttelsesforordningen, ikke automatisk udelukker, at denne
erhvervsdrivende kan péaberabe sig artikel 12-15 i direktiv 2000/31 med hensyn til andre
sporgsmal end dem, der vedrorer beskyttelsen af personoplysninger.

Det folger saledes af artikel 1, stk. 5, litra b), i direktiv 2000/31, sammenholdt med

databeskyttelsesforordningens artikel 2, stk. 4, at dette direktivs bestemmelser, navnlig
artikel 12-15, ikke kan gribe ind i denne forordnings ordning.
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136 Henset til samtlige ovenstaende betragtninger skal det forste spergsmal besvares med, at artikel 1,
stk. 5, litra b), i direktiv 2000/31 og databeskyttelsesforordningens artikel 2, stk. 4, skal fortolkes
saledes, at operatoren af en onlinemarkedsplads i sin egenskab af dataansvarlig som omhandlet i
databeskyttelsesforordningens artikel 4, nr. 7), for de personoplysninger, der er indeholdt i
annoncer offentliggjort pa dennes markedsplads, i forhold til en tilsideseettelse af de forpligtelser,
der folger af denne forordnings artikel 5, stk. 2, samt artikel 24-26 og 32, ikke kan paberabe sig
dette direktivs artikel 12-15 om formidleransvar.

Sagsomkostninger

137 Da sagens behandling i forhold til hovedsagens parter udger et led i den sag, der verserer for den
foreleeggende ret, tilkommer det denne at treeffe afgorelse om sagsomkostningerne. Bortset fra
naevnte parters udgifter kan de udgifter, som er afholdt i forbindelse med afgivelse af indleeg for
Domstolen, ikke erstattes.

Pa grundlag af disse preemisser kender Domstolen (Store Afdeling) for ret:

1) Artikel 5, stk. 2, og artikel 24-26 i Europa-Parlamentets og Radets forordning
(EU) 2016/679 af 27. april 2016 om beskyttelse af fysiske personer i forbindelse med
behandling af personoplysninger og om fri udveksling af sadanne oplysninger og om
opheevelse af direktiv 95/46/EF (generel forordning om databeskyttelse)

skal fortolkes saledes, at

operatoren af en onlinemarkedsplads i sin egenskab af dataansvarlig som omhandlet i
denne forordnings artikel 4, nr. 7), for de personoplysninger, der er indeholdt i
annoncer offentliggjort pa dennes onlinemarkedsplads, har pligt til, inden
offentliggorelsen af annoncerne og ved hjelp af passende tekniske og organisatoriske
foranstaltninger,

— at identificere de annoncer, der indeholder felsomme oplysninger som omhandlet i
denne forordnings artikel 9, stk. 1,

— at kontrollere, at den annoncer, der vil indrykke en sidan annonce, er den person, hvis
folsomme oplysninger fremgar af annoncen, og, hvis dette ikke er tilfeeldet,

— at naegte at offentliggore annoncen, medmindre denne annoncer kan godtgere, at den
registrerede har givet udtrykkeligt samtykke til, at de pageeldende oplysninger
offentliggores pa denne onlinemarkedsplads, som omhandlet i forordningens
artikel 9, stk. 2, litra a), eller at en af de andre undtagelser, der er fastsat i artikel 9,
stk. 2, litra b)-j), finder anvendelse.

2) Artikel 32 i forordning 2016/679
skal fortolkes saledes, at
operatoren af en onlinemarkedsplads i sin egenskab af dataansvarlig som omhandlet i

denne forordnings artikel 4, nr. 7), for de personoplysninger, der er indeholdt i
annoncer offentliggjort pa dennes onlinemarkedsplads, har pligt til at gennemfore
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passende tekniske og organisatoriske sikkerhedsforanstaltninger for at forhindre, at
annoncer offentliggjort pa denne markedsplads, der indeholder folsomme oplysninger
som omhandlet i forordningens artikel 9, stk. 1, kopieres og ulovligt offentliggores pa
andre websteder.

3) Artikel 1, stk. 5, litra b), i Europa-Parlamentets og Radets direktiv 2000/31/EF af
8. juni 2000 om visse retlige aspekter af informationssamfundstjenester, navnlig
elektronisk handel, i det indre marked (»direktivet om elektronisk handel«) og artikel 2,
stk. 4, i forordning 2016/679

skal fortolkes saledes, at

operatoren af en onlinemarkedsplads i sin egenskab af dataansvarlig som omhandlet i
artikel 4, nr. 7), i forordning 2016/679 for de personoplysninger, der er indeholdt i
annoncer offentliggjort pa dennes markedsplads, i forhold til en tilsidesaettelse af de

forpligtelser, der folger af denne forordnings artikel 5, stk. 2, samt artikel 24-26 og 32,
ikke kan paberabe sig dette direktivs artikel 12-15 om formidleransvar.

Underskrifter
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